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        Sixth Floor 

441 G Street, NW 

Washington, DC  20530-0001 

 
 

Telephone: (202) 514-3642 
 
 
          April 8, 2020 
          
Jeramie D. Scott 
1718 Connecticut Avenue, NW 
Suite 200 
Washington, DC  20009      Re:  DOJ-2016-000297 (AG) 
jscott@epic.org        DRH:ADF:ND   
 
Dear Jeremie Scott:   
     
 This responds to your Freedom of Information Act (FOIA) request dated and received 
in this Office on February 23, 2016, in which you requested records pertaining to a January 8, 
2016 meeting between White House officials and technology company executives.   
  
 Please be advised that a search has been conducted in the Office of the Attorney 
General, and 232 pages have been located that are responsive to your request.  I have 
determined that 101 pages are appropriate for disclosure with excisions made pursuant to 
Exemptions 3, 5, 6, 7(C), 7(E), and 7(F) of the FOIA, 5 U.S.C. § 552(b)(3), (b)(5), (b)(6), 
(b)(7)(C), (b)(7)(E),and (b)(7)(F).  Exemption 3 pertains to information exempted from release 
by statute, in this instance Section 6 of the Central Intelligence Agency Act of 1949, as 
amended, and Section 102A(i)(1) of the National Security Act of 1947.  Exemption 5 pertains 
to certain inter- and intra-agency communications protected by the deliberative process 
privilege.  Exemption 6 pertains to information the release of which would constitute a clearly 
unwarranted invasion of personal privacy.  Exemption 7(C) pertains to records or information 
compiled for law enforcement purposes, the release of which could reasonably be expected to 
constitute and unwarranted invasion of personal privacy.  Exemption 7(E) pertains to records 
or information compiled for law enforcement purposes, the release of which would disclose 
certain techniques or procedures for law enforcement investigations or prosecutions.  
Exemption 7(F) pertains to records or information compiled for law enforcement purposes, the 
release of which could reasonably be expected to endanger the life or personal safety of an 
individual.  The remaining 131 pages are being withheld in full pursuant to the deliberative 
process privilege of Exemption 5.  Please note that portions of the material that are non-
responsive to your request have been excised accordingly.  

For your information, Congress excluded three discrete categories of law enforcement 
and national security records from the requirements of the FOIA.  See 5 U.S.C. § 552 (2018).  
This response is limited to those records that are subject to the requirements of the FOIA.  This 
is a standard notification that is given to all our requesters and should not be taken as an 
indication that excluded records do, or do not, exist. 
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 You may contact our FOIA Public Liaison, Valeree Villanueva, for any further 
assistance and to discuss any aspect of your request at: Office of Information Policy, United 
States Department of Justice, 441 G Street, NW, Sixth Floor, Washington, DC 20530-0001; 
telephone at 202-514-3642. 
 

Additionally, you may contact the Office of Government Information Services (OGIS) 
at the National Archives and Records Administration to inquire about the FOIA mediation 
services they offer.  The contact information for OGIS is as follows:  Office of Government 
Information Services, National Archives and Records Administration, Room 2510, 8601 
Adelphi Road, College Park, Maryland 20740-6001; e-mail at ogis@nara.gov; telephone at 
202-741-5770; toll free at 1-877-684-6448; or facsimile at 202-741-5769. 
 
 If you are not satisfied with this Office’s determination in response to this request, you 
may administratively appeal by writing to the Director, Office of Information Policy, United 
States Department of Justice, Sixth Floor, 441 G Street, NW, Washington, DC 20530-0001, or 
you may submit an appeal through OIP’s FOIA STAR portal by creating an account following 
the instructions on OIP’s website: https://www.justice.gov/oip/submit-and-track-request-or-
appeal.  Your appeal must be postmarked or electronically submitted within ninety days of the 
date of my response to your request.  If you submit your appeal by mail, both the letter and the 
envelope should be clearly marked “Freedom of Information Act Appeal.”   
      
        Sincerely, 

         
        Douglas R. Hibbard 
        Chief, Initial Request Staff 
 
Enclosures
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 Steele, Brette L. (ODAG) 

From:  Steele, Brette L. (ODAG) 

Sent:  Wednesday, January 06, 2016 1:34 PM 

To:  (NSD); Raj, Kiran (ODAG a (ODAG ,


 (NSD (NSD) 

Cc:  Cheung, Denise (OAG  (NSD) 

Subject:  RE: CVE docs 

Attachments:  2016 0105 CVE-IATF GEH Tech rollout comms plan FBI.DOCX 

FBI just sent the following comments to the Tic Toc.  I have not seen comments to the problem


statements yet.  

From: Murphy, Brian J. (OPE) (FBI) [mail ] 

Sent: Wednesday, January 06, 2016 9:44 AM

To: Matty, Bridget

Cc: Steele, Brette L. (ODAG); Abby C Johnson; 'Kirsten B Gnipp'; Miranda, Robert .


(MP) (TFO) (FBI)

Subject: RE: For review by 1200 Wednesday: CVE-IATF/GEC rollout comms plan

Bridget

r


r


r


.




.   

_____________________________________________

From:  (NSD) 

Sent: Wednesday, January 06, 2016 1:23 PM

To: Raj, Kiran (ODAG); Doumas, Alexandra (ODAG); (NSD)  (NSD)

Cc: Steele, Brette L. (ODAG); Cheung, Denise (OAG)  (NSD)

Subject: RE: CVE docs

+Mary.

Yes. We’re working on comments now and will circulat , to see


when/if we will get a copy of the “topper” statement for the meeting, and to see if we can have more


time to comment on the problem statement doc.
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Has FBI sent their comments?

x

_____________________________________________

From: Raj, Kiran (ODAG) 

Sent: Wednesday, January 06, 2016 1:16 PM

To: Doumas, Alexandra (ODAG)  (NSD)  (NSD)  (NSD)

Cc: Steele, Brette L. (ODAG); Cheung, Denise (OAG)

Subject: RE: CVE docs

 Thanks!

Kiran 

_____________________________________________

From: Doumas, Alexandra (ODAG) 

Sent: Wednesday, January 06, 2016 1:16 PM

To  (NSD)  (NSD)  (NSD)

Cc: Raj, Kiran (ODAG); Steele, Brette L. (ODAG)

Subject: CVE docs

So we’re all on the same page because we’re not sure who is drafting what – can NSD send us their


comments on the docs that need to go back to the WH by 2 today?
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 Steele, Brette L. (ODAG) 

From:  Steele, Brette L. (ODAG) 

Sent:  Thursday, January 07, 2016 12:17 PM 

To:  Cheung, Denise (OAG) 

Cc:   (NSD (NSD); Doumas, Alexandra (ODAG ,


 (NSD) 

Subject:  AG Talking Points for Technology Meeting 

Attachments:  AG Talking Points for Technology Meeting.docx 

Denise,

Here are some suggested talking points and background for the CVE Task Force component of the


discussion tomorrow 


.

Brette
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TIC TOC: CVE Task Force/Global Engagement Center/Tech Meeting Rollout


SUMMARY:

On Friday January 8, the United States Government will announce changes to a range of efforts


to counter violent extremism, specifically 1) the establishment at the Department of Homeland

Security of the Countering Violent Extremism Task Force (CVE Task Force), with rotating

leadership from the Department of Homeland Security (DHS) and the Department of Justice


(DOJ); 2) the announcement by the State Department on standing up the Global Engagement

Center, and 3) a meeting of senior White House leadership and tech community leaders in the


Bay Area.  This paper outlines the timeline, actions, and supporting information for these

actions.

KEY EVENTS:


 Thursday, January 7

o PM– NSC, State, DOJ and DHS Offices of Legislative Affairs notify staff and
key members of Congress of planned changes.

o PM- Embargoed Jen Easterly, Rick Stengel, George Selim background interview

with WaPo Greg Miller/Karen DeYoung


 Friday, January 8 
o 1000: NSC, State, DOJ and DHS senior officials hold background/briefing phone


call with validators and formers.
o 1400 - 1600: Administration meeting with tech executives
o 1400: Statement by NSC Spokesperson Ned Price 

o 1405: WaPo article posted online
o 1410: DHS/DOJ joint fact sheet w/ quotes from Secretary Johnson and Attorney


General Lynch

o  1410: State Department fact sheet released w/ quote from Secretary Kerry

o 1430: Lisa Monaco blog post released linking to statement and fact sheets

o Afternoon/post-statement release:
 NSC Press responds to queries on tech meeting (Note: Ds and As may


confirm Principal participation after NSC spox statement is released;

please refer Qs on substance of meeting to NSC Press).

 State, DHS, and DOJ Public Affairs respond to queries on announcement


of the Global Engagement Center and CVE Task Force.

KEY M ESSAGES:
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I.  Congressional Pre-Notifications

Action/Lead: Legislative Affairs Pre-Notify Key Members of Congress (PM Thursday

January 7) 

 Notification plan – NSC, State, DOJ and DHS Legislative Affairs will notify relevant

oversight committee staff of the creation of the CVE Task Force (including naming the


director, as well as the planned establishment of the Global Engagement Center .

o NSC: House/Senate Leadership staff

o DHS: HSGAC/CHS [CVE Task Force Focus]

o DOJ: SJC/HJC [CVE Task Force Focus]

o DHS: SAC-HS, HAC-HS [CVE Task Force Focus]


o State: SFRC/HFAC [GEC focus]

o State: SACFO/HACFO [GEC focus]

o State/DHS: Individual members TBD
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II. Public Announcement 

Action/Lead: Statement by NSC Spokesperson Ned Price  (released 1400 Friday January 8)

FINAL

Statement by NSC Spokesperson Ned Price on Updates to U.S. Government Efforts to Counter

Violent Extremism


Over the course of President Obama’s Administration, and particularly since the White House

Summit on Countering Violent Extremism in February 2015, the United States Government has


focused on strengthening our effort to prevent violent extremists from radicalizing and

mobilizing recruits at home and abroad. The horrific attacks in Paris and San Bernardino this

winter underscored the need for the United States and our partners in the international


community and the private sector to deny violent extremists like ISIL fertile recruitment ground. 

Today the U.S. Government is announcing new initiatives to improve our international and

domestic efforts to counter violent extremism. The Department of Homeland Security and the

Department of Justice will announce the establishment of the Countering Violent Extremism


Task Force, a new organization that will integrate and harmonize domestic CVE efforts here at

home. The State Department will establish the Global Engagement Center, which will allow us


to place an intensified focus on empowering and enabling the voices of international partners,

governmental and non-governmental, and shift away from direct messaging. Additionally, today

some of the most senior officials from the White House and across the President’s national


security team are meeting in Silicon Valley with representatives from a number of leading

technology companies, to follow up on the President’s call in his address on December 6 for the


government and private sector to work together to combat terrorism and counter violent

extremism online. 

Today’s developments reflect President Obama’s commitment to take every possible action to

confront and interdict terrorist activities wherever they occur, including online. 

Document ID: 0.7.12500.5105-000001 20170717-0000180

(b) (5)



UNCLASSIFIED                                                                             FINAL - Current as of 7:30 PM, January 7 

5

Action/Lead: Release of State and DHS/DOJ Fact Sheets (released 1410 Friday January 8)

FINAL

State - Fact Sheet

A New Center for Global Engagement

The State Department is revamping its counter-violent-extremist communications efforts through


a new Global Engagement Center. This center will more effectively coordinate, integrate and

synchronize messaging to foreign audiences that undermines the disinformation espoused by

violent extremist groups, including ISIL and al-Qaeda, and that offers positive alternatives. The


center will focus more on empowering and enabling partners, governmental and non-
governmental, who are able to speak out against these groups and provide an alternative to


ISIL’s nihilistic vision. To that end, the center will offer services ranging from planning thematic

social media campaigns to providing factual information that counters-disinformation to building

capacity for third parties to effectively utilize social media to research and evaluation. 

The State Department is pleased to announce the appointment of Michael D. Lumpkin to lead


this new effort as the Director of the new Global Engagement Center. Mr. Lumpkin currently

serves as Assistant Secretary of Defense for Special Operations/Low-Intensity Conflict, a

Senate-confirmed position he has held since late 2013. In this role, M r. Lumpkin oversees all


special operations, including counterterrorism, counter narcotics, and humanitarian and disaster

relief efforts.

“I am delighted that Michael has agreed to bring his wealth of experience and expertise on

counterterrorism issues to lead the new Global Engagement Center at the State Department,” said


Secretary of State John Kerry.   “At this critical stage in the fight against Daesh – and in the

global effort to counter violent extremism – the GEC will lead the effort to synchronize


messaging to foreign audiences that will counter the destructive messages of violent extremist

groups.”

Under Mr. Lumpkin’s leadership, the Global Engagement Center will employ a strategy defined

by:


 Drawing upon data and metrics to develop, test, and evaluate themes, messages, and
messengers;


 Building narratives around thematic campaigns on the misdeeds of our enemy (e.g., poor

governance, abuse of women, narratives of defectors), not the daily news cycle;


 Focusing on driving third-party content, in addition to our own; and

 Nurturing and empowering a global network of positive messengers.

The Center will implement its strategy by:


 Seeking out and engaging the best talent, within the technology sector, government and

beyond
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 Engaging across our government to coordinate, integrate and synchronize

counterterrorism communications directed toward foreign audiences;


 Identifying and enabling international partners with credibility and expertise

 Establishing and implementing a campaign-focused culture;


 Scaling up data science and analytics and using both throughout the design,

implementation and evaluation phases of these campaigns;


 Providing seed funding and other support to NGOs and media startups focused on


countering violent extremist messaging; 

 Identifying gaps in U.S. Government messaging and counter-messaging capabilities

directed toward foreign audiences, and recommending steps to resolve them; and

 Sharing information and best practices with U.S. Government agencies focused on the

challenge of homegrown violent extremism.

 Amplifying the successes of the Counter-ISIL Coalition in defeating ISIL on both the

military and information battlefield. 

The Center will continue to be housed within the Department of State and staffed by experts


from the private sector and U.S. Government agencies charged with protecting our national

interests and security – as well as the security of our allies – against the threat of international

terrorism.

FINAL

DHS/DOJ - Fact Sheet


Countering Violent Extremism Task Force

Since the White House Summit on Countering Violent Extremism (CVE) last February, the

United States Government has focused on strengthening our effort to prevent extremists from

radicalizing and mobilizing recruits, especially here at home.  Advancing this effort means


working as effectively as possible across the U.S. Government, which is why we are forming the

CVE Task Force. 

“Countering violent extremism has become a homeland security imperative, and it is a mission to

which I am personally committed,” said Secretary of Homeland Security Jeh Johnson.  “At the


Department of Homeland Security, our Office of Community Partnerships – which I established

last year to take the Department’s CVE efforts to the next level – has been working to build


relationships and promote trust with communities across the country, and to find innovative ways

to support those who seek to discourage violent extremism and undercut terrorist narratives  The

interagency CVE Task Force that we are announcing today, and which will be hosted by the


Department of Homeland Security, will bring together the best resources and personnel from

across the executive branch to ensure that we face the challenge of violent extremism in a unified


and coordinated way.”  

“The federal government’s top priority is protecting the American people from all forms of


violent extremism,” said Attorney General Loretta E. Lynch. “By bringing together agencies

from across the Executive Branch, this innovative task force will allow us to more efficiently and
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effectively support local efforts to counter violent extremism. The Department of Justice looks

forward to joining DHS in leading this new initiative, which represents an important step in our


ongoing work to keep our communities safe and our country strong.”

Since the Strategy to Empower Local Partners to Prevent Violent Extremism in the United States

was issued in 2011, many federal, state, local, and tribal governments have contributed

meaningfully to the CVE effort.  However, the efforts of ISIL and other groups to radicalize


American citizens has required the U.S. Government to update the efforts that began five years

ago.  Beginning in the summer of 2015, representatives from 11 departments and agencies


reviewed our current structure, strategy, and programs and made concrete recommendations for

improvement.  The review validated the objectives of the 2011 strategy but identified gaps in its

implementation.  The new task force will coordinate government efforts and partnerships to


prevent violent extremism in the United States.

The review team identified four key needs:


 An infrastructure to coordinate and prioritize CVE activities;


 Clear responsibility, accountability, and communication across government and with the

public;


 Participation of relevant departments and agencies outside of national security lanes; and

 A process to assess, prioritize, and allocate resources to maximize impact.


The CVE Task Force will be a permanent interagency task force hosted by the Department of


Homeland Security (DHS) with overall leadership provided by DHS and the Department of

Justice, with additional staffing provided by representatives from the Federal Bureau of


Investigation, National Counterterrorism Center, and other supporting departments and agencies.

The task force will be administratively housed at DHS. The CVE Task Force will address the

gaps identified in the review by (1) synchronizing and integrating whole-of-government CVE


programs and activities; (2) leveraging new CVE efforts, for example those of the DHS Office

for Community Partnerships; (3) conducting ongoing strategic planning; and (4) assessing and


evaluating CVE programs and activities.

The CVE Task Force will organize federal efforts into several areas, including: 

 Research and Analysis.  The Task Force will coordinate federal support for ongoing and


future CVE research and establish feedback mechanisms for CVE findings, thus

cultivating CVE programming that incorporates sound results. 

 Engagements and Technical Assistance.  The Task Force will synchronize Federal

Government outreach to and engagement with CVE stakeholders and will coordinate


technical assistance to CVE practitioners. 

 Communications.  The Task Force will manage CVE communications, including media

inquiries, and leverage digital technologies to engage, empower, and connect CVE


stakeholders. 
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 Interventions.  The Task Force will work with CVE stakeholders to develop


multidisciplinary intervention programs. 

III. Third-Party Stakeholder Pre-brief [#GE/Leggett] – Friday, January 10 AM

Phone call with external validators:

USG:


 NSC: Amy Pope, Jen Easterly/Josh Geltzer

 DHS: George Selim/David Gersten

 State: Rick Stengel

 DOJ: Brette Steele

External:
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 Cheung, Denise (OAG) 

From:  Cheung, Denise (OAG) 

Sent:  Thursday, January 07, 2016 10:22 PM 

To:  Carlisle, Elizabeth 

Subject:  Tech Meeting 

Attachments:  Issue Paper #4 EOP Version Addressing DOJ 2nd Edits.docx; UPDATED Tech


Convening Agenda.docx; DRAFT TP for AG for West Coast Trip 1-7-16 (2).dc.docx 

I have your binder and will bring it to the plane tomorrow.  In advance of that, attached are what we


believe are the (1) agenda; (2) problem 4 description; and (3) talking points for problem I





y


.
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 Newman, Melanie (OPA) 

From:  Newman, Melanie (OPA) 

Sent:  Tuesday, January 12, 2016 6:19 PM 

To:  Carlisle, Elizabeth 

Cc:  Werner, Sharon (OAG); Franklin, Shirlethia (OAG); Pierce, Emily (OPA) 

Subject:  Hot Topics 

Attachments:  HOT TOPICS 1 13 16.docx 

AG Lynch – 

Please see attached the Hot Topics for tomorrow’s CNN Interview.

Melanie R. Newman

Director, Office of Public Affairs

U.S. Department of Justice

Direct: 202-305-1920

Cel

@MelanieDOJ
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1

HOT TOPICS

Department of Justice Q&A
January 13, 2016

Tech Meeting  ................................................................................................ 8

CVE Task Force........................................................................................... 9
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