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ALl TH-ORIBTIOH (CHTATHEDR
HeEsEIN 18 UNCLASSTEIRED
Dave 11 -0 -cnild By NG/ L Bg)

(OGC/PCLAT {Rev, 04/01/2011)

FBI PRIVACY THRESHOLD ANALYSIS (PTA)

NAME OF SYSTEM / PROJECT:| | b7E

BIKR FBY Unigus Asset [ NA

Derived From: SYSTEMPROJECT POC FBI OGCACLY POC

Classified By Wame Name b6
Reason: Program Office: Flatform Engineering Phone b7C
Declassily Omng Unit - Room Number: hg-7350

! Division: Information Technology

i Engineering Division
Phone

Room Number: L5401

FBI DIVISION INTERMEDIATE APPROVALS

Program Manager {ot other appropriate Privision Privacy Officer
executive ay Division determines)
Program Diviston: Signature: Signature b6
Information Date sighelll_TTnoiioeos 0 Pate signsT : — b7C
Technology Serviees Name: T Mame
Division Title: FTmTorm sgppart wnit Acting Chief Title: 5 -
FBIHQ Division: Signature: Signature!
Informatinn Date signem - o~ Date signedT  JPavirg
Technology Nami: ' Name: |
Eangineering Division Title: Platiorm Engmeering Unit Acting Title: ITB Privacy Officer
Chief |

After all division approvals, forward sivned hard copy plus electrosic copy 1o FBI QGC/PCLU (JEH 7358},
{The FBI Privacy and Civil Liberties Officer's determinations, conditions, andfor final approval wilf be recorded on the
following page)
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FINAL FBI APPROVAL / DETERMINATIONS / CONDITIONS:  [This section will be completed by the FBI
PCLU/PCLO following PTA submission. The PTA drafter should skip to the next page and continue. ]

PIA is required by the E~Government Act.
____PIAisto be completed as a matter of FBYDOJ discretion.

Is PIA to be published on FBLGOV {after any RMD FOIA redactions)? __ Yes. ___ No (indicate reason):

PIA is not required for the following reason(s)
System does not collect, maintain, or disseminate P
~_ System is grandfathered (in existence befove 4/17/2003; no later changes posing significant privacy risks).
. ~ Information in the system relates to internal government operations.
___ System hay been plevimusiy assessed under an evaluation stmilar to a PIA,
\‘o significant privacy issues {or privacy issues are unchanged).
~ T Other xdmu thek

Applicable SORN(s):

Notify FBI RMIYRIDS per MIOG 190232 __ No  __ Yes—-Ses sample EC on PCLU intranet website here:
http:/thome/DOOGCLTRPCLU PrivacyCivils 6201 iberties?420L brary/form_for_miog190-2-3_se.wpd

SORN/SORN revision(s) required? No  _ Yes{indicate revisions veeded)

Prepare/revise/add Privacy Act (£)(3) statements for related forms? No Yes {indicate forms affected}:

RECORDS. The program should consult with RMD to identify/resotve any Federal revordsielestronsic records issues.
The system may contain Federal records whether or not it contains Privacy Act requests and, in any evest, a records
schedidle approved by the National Archives and Records Administration is necessary. RMI ean provide advice on this
as well as on compliance with requirements for Elestronic Recordkeeping Certification and any necessary updates.

Other:

Ia
Elizabeth Withnell, Unit Chief Signature; o -
Privacy and Civil Liberties Unit ::tgte Signed: @Zf Fgé‘é&ﬁ. JQ*&W ‘}f‘mf
James T Landon, Deputy General Counsel Signature: St Baed §onu ok .,
FBI Privacy and Civil Liberties Officer Date Signed: RPN g s f }*f 3403
N ghee g
! !
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I. INFORMATION ABOUT THE SYSTEM/ PROJECT

1. Provide a general description of the system or project that includes: (a) name of
the system/project, including associated acronyms; (b) structure of the
system/projeet, including interconnections with other pm;es,ts or systems; {¢}
purpese of the system/project; (d) nature of the information in the system/project
and how it will be used; (2) whe will have access to the information in the
system/project; () and the manner of transmission to all users. (This kind of
information may be available in the System Sccurity Plan, if available, or from a Coneept
of Operations d@cumem) and can be cut and pasted here.):

in March 2012, the FBYs Information and Technology Branch {IT8) - IT Engineering
ﬂuwbmn {%TED} published its new iT Services Strategy wherein the {TB announced its
: de ervices-based strategy for delivering and managing IT investments.

Pursuant to the IT Services Strategy, and desiring to assert more effective control of its
resources, the FBI has identified the need to consolidate their SOL Server deployments.

[ ]witi operate from the DAVE environment (Virtualized) further minimizing the
server hardware footprint, Please see the attached system design layout below. This
design alfows the rapid expansion of services if additional services are needed that
surpass the initial work load capacity of the server.

[_____]may host various databases for enterprise applications.[_______Jitself

does not contain, maintain or disseminate personally identifiable information {Pli}. As
applications request SQL database support, appropriate privacy documentation will be
completed that will address the specific needs of the requesting application,

[ provides database services as a service. Databases are accessed via
dedicated commusication mechanism engaged by the front end application,
responds to data queries presented by the application software. As user interacts with
the front end application divectly and does not acces{_______ | Database

epic.org 14-06-04-FBI-FOIA-20150417-5th-Production FPIC-1107
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administrators are cleared personnel that may have access to the databases that may
reside m|:| The access is controlied via the Active Directory team of the
Enterprise, Strict database segregation between applications will be enforced via Active
Directory group policies and the appropriate database design implementation.

UNCLASSIFIEDIPQE

umcx.AssmeuM

2. Does the system/project collect, maintain, or disseminate any information about
individuals {i.e., a human being or natural person, regardless of nationahty)?

X NO  [fno, STOP. The PTA is now complete and after division approval(s)
should be submitied to FBI OGC/PCLU for final FBI approval, Unless you ave
otherwise advised, no PIA is required.]

A YES  {If yes, please continue.}
3. Please indicate if any of the following characteristics apply to the information in the
system about individuals: Bear in mind that log-on information may identify or be
linkabie to an individual,

{Check all that apply.)

The information direetly identifies specific individuals,

epic.org 14-06-04-FBI-FOIA-20150417-5th-Production EPIC-1108

b7E

b7E



_ The information is intended to be used, in conjunction with other data clements,
to indirectly identify specific individuals.

The information can be used to distinguish or frace an individual’s identity (Le., it
is linked or linkable to specific individuals).

If you marked any of the above, proceed to Question 4.

__ None of the above. If none of the above, describe why the information does not
identify specific individuals either directly or indirectly. {If you checked this item,
STOP here after providing the requested description.]

4, Doesthe system/project pertain only {o government employees, contractors, or
consuitants?

5. s information about United States citizens or lawfully admitted permanent resident
aliens retrieved from the system/project by name or other personal identifier?

NO. [If no, skip to question 7.]

_____YES. Hfyes, proceed to the next question.]

6. Does the system/project collect any information directly {rom the person who is the
stbject of the information?
NO [ifno, proceed to guestion 7.}

_YES

a, Does the system/project support eriminal, CT, or FCT investigations or
assessments?
WO

YES  {If ves, proceed to guestion 7.

b. Are subjects of information from whorm the information is directly collected
provided a writlen Privacy Act (€)(3) statement {either on the collection form orviaa
separate notieg)?

NO {The program will need to work with PCLU to develop/implement

epic.org 14-06-04-FBI-FOIA-20150417-5th-Production EDIC-1109



the necessary form({s).}

YES Identify any forms, paper or electrenic, used to request suech
information from the information subject:

7. Are Social Security Numbers (SSNs) collected, maintained or disseminated from the
system/project? Full 8SNs should only be used as identifiers in Hmited instances.

__NO YES If ves, check all that apply:

S$5Ns are necessary to establish/confirm the identity of subjects, victims,
witiiesses or sources in this law enforcement or intelligence activity.

___ 8SNs are necessary to identify FBI personnel in this internal administrative

__SANs are insportant for other reasons. Deseribe:

The syster/project provides special protection to SSNs {e.g., SSNs are
encrypted, hidden from all wsers via a look-up table, or only available to certain
users). Deseribe:

_____Hisnot feasible for the system/praject to provide special protection to
SSNs. Explaim:

&, Is the system operated by a confracte?

____Nao.
___Yes. Information systems operated by contractors for the FBE may be
considered Privacy Act systems of records. The Federal Acquisition Regulation
contains standard contract clauses that must be included in the event the system
collects, maintains or disseminates PH and additional requirements may be
imposed as a matter of Department of Justice policy. Consultations with the
Office of the General Counsel may be required if a contractor is operating the
system for the FBL

9, Has the system undergone Certification & Accreditation (C&A) by the FBI
Security Division (SecD)?

NG If o, indicate reason; if C&A is pending, provide anfticipated
completion date:

YES  Ifves, please indicate the following, if known:

epic.org 14-06-04-FBI-FOIA-20150417-5th-Production

EPIC-1110



Provide date of last C& A certification/re-cevtification:
Confidentiality:  Low__Moderate _ High Undefined
Integrity! __Low __Moderate __High _ Undefined
Availability; _ Low _ Moderate _ High _Undefined

Mot applicable — this system is only paper-based.
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10.  Does the system conduct data mining as defined in Section 804 of the
Implementing Recommendations of the /11 Comumission Act of 2007, P.L. 110-
53 (codified at 42 USC 2000ee-3)?
____NO
_YES  Efyes, please deseribe the data mining function:
11. s this a national security system (as determined by the SecD)?

NO __YES

12. Status of System/ Project:

This is a new systemy/ project in development. [f you checked this block,
STOP. The PTA is now complete and after division approval(s} should be
submitted to FBI OGU/PCLU for final FBI approval and determination if
PIA and/or other actions are reguived.]

I1. EXISTING SYSTEMS / PROJECTS

f. When was the system/project developed?

[

. Has the system/project undergone any significant changes since April 17, 20037

NO {If no, proceed to next question (IL.3).]

YES If ves, indicate which of the following changes were involved (mark al}
changes that apply, and provide brief explanation for each marked change):

A conversion from paper-based records to an electronic system.

A change from information in a format that is anonymous or non-
identifiable to a format that is identifiable to particular individuals.

A new use of an IT system/project, including application of a new
technology, that changes how information in identifiable form is managed.
{For example, a change that would create a more open environment and/or
avenue for exposure of data that previously did not exist.)

A change that results in information in identifiable form being
merged, cemtralized, or matched with ether databases.
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A new method of authenticating the use of and access to

A systematic incorporation of databases of information in
identifiable form purchased or obtained from commercial or public sources.

A new interagency use or shared agency function that results in
new uses or exchanges of information in identifiable form.

A change that resulis in a new use or disclosure of information in
identifiable fornt.

A change that results in new items of information in identifiable
form being added into the system/project.

__ Changes do not invelve a change in the type of records maintained,
the individuals on whom records are maintained, or the yse or
dissemination of information from the system/project.
Other [Provide brief explanation]:
3. Doesa PIA for this system/project atready exist?
NG YES
If yes:
a. Provide date/title of the PIA:
b, Has the systenyproject undergone any significant changes since the PIAY
NO  YER

[The PTA is now complete and after division approvak(s) should be submitted to
FRI QGC/PCLU for final FBI approval and determination if PIA and/or other
actions are requived.]
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{OGC/PCLU Rev. 04/01/72011)
FBI PRIVACY THRESHOLD ANALYSIS (PTA) INSTRUCTIONS

What is 2 Privacy Threshold Analysis (PTA)? A PTA is designed to assess and
document whither a Privacy Impact Assessment (PIA), a Privacy Aet system of records
notice (SORN), and/or other privacy-related documents are required.

When should a PTA be completed? A PTA should be completed at the beginning of
any information system’s/project’s development, including system testing or pilot
projects. Additionally, 3 PTA should be completed whenever there is a significant
system/project change to defermine whether there are any privacy issues as a result of
such a change.

A current PTA (and PIA if indicated by the PTA) is required for:
~ A security certification and acereditation (C&A) of an IT system;
- An OMB-300 budget submission involving an IT system;

- 1T life cycle milestones beyond system concept and priov to any solicitations or
expenditures involving project funds (i.e., hef@rel

- Acquisition Review Board (ARB) consideration, or appiications for exiernal
funding/grants;

- Significant changes in FBI SORNs;

- Reportable data mining systems or projects; and

- Submissions to OMB for Paperwork Reduction Act approval of non-investigative IT
forms, questionnaires, or surveys involving personally identifiable information (P1I)
posed to 10 or more persons or entities (other than current FBl employees, detailses,
assignees, contractors)

Wher'is a PTA current? A PTA may be considered current when the PTA is less than 3
years old with no subsequent changes involving significant new privacy risks.

Whe sheuld prepare/approve the PTAT
Preparation/coordination/intermediate approval: A PTA should be

prepared/approved by the program management and Division Privacy Officer, in collaboration

with IT, security, and end-user management. If the subject of a PTA is under the program
cognizance of an FRIHQ Division, prior to forwarding to OGC the PTA/PIA must also be
referred to the FRINQ Division for program review and approval, if required by the FBIHQ
Division. PTAs relating to forms/questionnaires/surveys implicating the Paperwork
Reduction Act should also be coordinated with the RMD Forms Desk. Until such time as
electronic formats and signatures may be authorized for record copies, all PTAs should be
submitted in both hard copy and electronic formats. Preparers/reviewers are encouraged to
coordinate with FBI OGC/PCLU for guidance and assistance during this process,

Final FBI approval: Following divisienal approval(s), forward the PTA to FBI

OGC's PCLU for staffing for final determination/approval by the FRI Privacy and Civil
Liberties Officer (PCLO). Electronic copies of any system security plan (8SP) or other
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materials explaining the system should be forwarded with the PTA. PCLU staffing will
include a thorough review and any appmpudm follow -0, and may include returning &
submission to the division for revision. PTA processing is complete upon final approval by
the FRIPCLO. QGC/PCLU will file the signed final PTA in OGC's PIA control file and
provide copies to FBI stakeholders for filing and retention in pertinent files.

How should the terms “PI1” and “identifiable form” be interpreted?

In this PTA, *FII” means: information which can be used to distinguish or {race an
individual’s identity, such as their name, social security number, biometric records, etc. alone,
or when combined with other personal or identifying information which is linked or linkable
{0 a specific individual, such as date and place of birth, mother’s maiden name, etc.

In this PTA, “identifiable form™ means: any representation of information that
permits the identity of an individual to whom the information applies to be reasonably
inferred by either divect or indirect means.

Section 208 of the E-Government Act of 2002, See also M-03-22, QMB Guidance for

Y

.Impfemenﬁng the Privacy Frovisions of the E-Government Acr of 2002,

Please complete the FBI PTA form per the specific guidance provided in the guestions
on the forny,

{And please detach these instructions before submitting completed PTA.)
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ALl d-T THICHMATICH (DHTATHET!
HeEsEIN 18 UNCLASSTEIRED

DaveE 11-ts-2nld By Wl G/ L bg)

{OGCPCLY (Rev. 0470172011

FBI PRIVACY THRESHOLD ANALYSIS (PTA)

NAME OF SYSTEM / PROJECT: Employee Skills Profile

BIKR FBI Unigue Asset 1

SYSTEM/PROJECY POC

Reom Number: JEH 10373

FBI OGOUPCLUPOC

Name: Name:
Program Office: Workforce Planning Phone:

Unit Room Number:
Divigion; Human Resources

Phone:

FBI DIVISION INTERMEDIATE APPROVALS [vomplole sy seconsary vemoenent with Divistlon poliey]

Program Manager {ov other appropriate
exacutiveas Division determines)

Pitvision Privacy Qfticer

Program Division:

o
3 B S

SEveaanin ey Ty
Humanesaurses

Signature |
Date signed: +
Name;

Title: Supervisory Mgmt. & Program
Analyst

Signature]

Date signedU S To TioT
Name:
Title: Supervisory Mgnit. & Program
Anatyst ‘

'Sﬁig:}a‘fure;i
Datesignet

Signature] |
Datestgnsd: 91§ 2yl 7

Namey _ _ _ Nawme: v
- Title: Supervisory Mamt. & Program Titler Supervisory Mamt. & Program
Analyst Analyst
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FINAL FBI APPROVAL / DETERMINATIONS / CONDITIONS: |

_ PIA is required by the E-Government Act.
XX PIA s to be completed as a matter of FRIDO diseretion.

Is PIA to be published on FRLGOV (after any RMD FOIA redactions)? | Yes. No (uudivage feausly

__ PIA iz not requived for the following reason(s):
___ System does not eollect, maintain, or disseminate PHL-
__ System is grandfathered {inexistence before 471 7/2003; na later changes posing significant privacy risks).
_Joformation in the system relates to internal govarnmem opsrations.
Svstw‘: has been previously assessed under an evaluation similarto a FIA.
~ No signiticant privacy issues (or privacy issues are unchanged).
(}’fher {lesorhey;

As a matter of policy. it would bea good ides 1o complete a PIA for this system, but in lien of that, HRD
should post this en its website 50 employees are aware of the system and its uses.

Apphicable SORN(s: _ Jusiice/FBLO02 1o the extent information will bs maintained it a personsel file;
Justice/FBI-008, BPMS '

Notify FBI RMIVRIDS per MIOG 190237 No XX Yes--See sample EC on PCLU intranet website here:

hetp:/ home/DO/OGC/LTRIPCLU Privacy () Vil%20Liberties¥ 20Library/form_for_miogl90-2-3 ec.wpd

SORN/SORN revision{s) required? X No  _ ¥es (indivate revigd

Preparelrevise/fadd Privacy Act {eX3) statements for related forms?

RECORDS. The program shounld consult with RME 1o identify/resolve any Federal records/electronic records issues.
The system may contain Federal records whether of not it contains Privacy Actrequests and, in any svent, a records:
schedule approved by the National Archives and Records Administration is necessary. RMD can provide advice on this |
as well as on compliance with reguirements for Electronic Recordkeeping Certification and any necessary updates,
Cithers

At ey - /
Deputy General Counsel Signatore: xf* A Wi .«“ Qf w4
FBI Privacy and Civil Liberties Officer | Date Signed: ook &Ni« e }/ A7/
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02,
s

I INFORMATION ABOUT THE SYSTEM / PROJECT

1. Provide s gencral deseription of the system or project that includes: (a) name of
the system/project, including associated acronyms; (b) structure of the
system/prejeet, including interconnections with other prejects or systems; (¢)
purpese of the system/projeet; (d) nature of the information in the system/projeet
and how it will be used; (e) who will have access to the infermation in the
system/project; (1) and the manner of transmission to all users,

{a) Employee Skills Profile {ESP)

{h) ESP is a database that will be housed on the Compass/Resource Allocation Planning
{RAP) Tool platform on the FBl intranet,

(¢} ESP will capture the skills, education, and certifications of the FBl workforce. This
skills database will aliow the Waorkforce Planning Unit {(WPU) to analyze the gaps
Between the current and desired skills for workforce as well as develop
recommendations to close any identified gaps.

{d) ESP will ask employees to select their skills from a list and then provide their
proficienicy level, the year the skill was last used, and where they obtained the skill
{e.g. Federal Government, state/lacal government, private industry). The data will
be used as described in part (¢} above.

{e} WPU will have access tothe data for purposes describe above. WPU would lkely
show specific skill information to managers with critical skill needs or cumudative
data to execitive managenient to show gaps in critical skill areas. Additionally,

| |so this information may be b7E
shared with them to minimize administrative burden on FBl employees,

Furthermaore, the data could potentially be used, in an aggregated formy, 1o answer
Congrassional gqueries, GAO audits, ete.

{f} ESP will be housed on the FBI intranet and will be delivered to all employees through
the intranet. WPU will act as administrators for ESP, and will generate and provide
reports as describe jn part (e} above,

2. Does the system/project collect, niaintain, or disseminate any information sbout
individuals (i.e., a human being or natural person, regardless of nationality)?

{1 yes, please continne.}

. Please indicate if any of the following characteristics apply to the information in the
c;} stem about indiv Edhaib‘ Bear in mind that log-on information may identify or be
linkable to an individual.
{Check all that apply.)
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X Theinformation directly identifies specific individuals.

X __ The information is intended to be used, in conjunction with other data elements,
to indirectly identify specific individuals.

X The information can be used fo distinguish ot trace an individual’s identity (i.e., it
is linked or Hokable to specific individuals).

If you marked any of the above, proceed to Question 4,

Nene of the above. If none of the above, describe whv the information does not
identify str:;hg, individuals eﬁhcr d;reuti}f or mdnccti}. 1 v chevked thiy Haw,
STOP here after providing the reguesied deseniptiand
4. Does the systemiproject pertain only to government employees, contractors, or
consultants?
NO X __¥YES

3. Is information aboeut United States citizens or lawlully admitted permanent resident
aliens retrieved from the system/project by name or other personal identifier?
____NO. [if no, skip to question 7.}

_ X _YES. [ yes, proveed to the next qusstion, |

6. Does the systent/praject collect any information directly from the person who is the
subject of the information?

a. Does the system/project support criminal, CT, or FClinvestigations or
assessments?

NO

XK. YES [H yes, proceed to guestion 7.}

b. Are subjects of information from whom the information is directly collected
provided a written Privacy Act {e)(3) statement (either on the collection form or viaa
separate notice)?
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NO [The program will need to work with PCLU to develop/implement
the necessary form{s).]

X _YES Identify any forms, paper or electronic, used to request such
information from the information subject: A privacy statement
will appear on-scresn when a user accesses ESP. This statement is
being developed by the Privacy and Civll Liberties Unit in OGC,

7. Are Social Security Numbers (S8SNs) collecied, maintained or disseminated from the
system/project? Full S8Ns should only be used s identifiers in Bmited instances.

YES I yes, eheck all that apply:

___ SBNs are necessary to establish/confinm the identity of subjects, victims,
witnesses or sources In this law snforcement or intelligence activity.

58Ny gre necessary to identify FBI personnel in this internal administrative

system.

___ S38Ns are important for other reasons. Describer

The system/project provides special protection to SSNs {e.g,, SSNs are
encryptad, hidden from all users via a look-up table, or only available to certain
usersy. Deseribe:

o 1t is ot feasible for the systeny/project to provide special protection to
SSNs. Explain:

& Is the system operated by a contractor?

. Yes. Information systems operated by coniractors for the FBI mav be
considered Privacy Act systems of records: The Federal Acquisition Regulation
contains standard contract clanses that must be included in the event the system
collecis, maintains or disseminates PH and additional requirements may be
imposed as a matter of Department of Justice policy. Consultations with the
Office of the General Counsel may be required if a contractor is operating the
system tor the FBL

9. Has the system undergone Certification & Accreditation (C&A) by the F8I
Security Division (S8gcD)?
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X KO Hono, indicate reason; i C& A is pending, provide anticipated

completion date: The Compass/RAP platform has already
received C&A and this add-on does not meet the threshold for
additional C&A review,

YES  If yes, please indicate the following, if known:
Provide date of last C&A certification/re-certification:
Confidentiality: Low  Moderate  High  Undefined
Integrity: __Low __Mederate  High Undefined
Availability:  Low _Moderate  High Undefined

Not applicable ~ this system is only paper-based.

Does the system conduct data mining as defined in Section 804 of the

Implementing Recommendations of the 9/11 Conunission Act of 2007, P.L. 110~

33 (codified at 42 USC 2000ee-3)2
_X_NO

YES  Hoves, please deseribe the data mining function:

Iy this a national security system (as determined by the Secd)?

X __NO YES

P RARRRARR AR

Statas of System/ Project;

'

‘§ seking

s; §§§§ sl

I EXISTING SYSTEMS / PROJECTS

1. When was the system/project developed?

2. Has the system/project undergone any significant changes since April 17, 20039

epic.org
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.. YES If yes, indicate which of the following changes were involved {mark all
changes that apply, and provide brief explanation for each marked change):

A conversion from paper-based records to an electronic system.

______ Achange from information in s format that is anonymous or non-
identifiable to a format that is identifiable to particular individuals.

‘ A new use of an 1T system/project, including application of a new
technology. that changes how information in identifiable form is managed.
{For example, a change that would create a more open environment and/or
avenue for exposure of data that previously did not exist)

______________ A change that resulls in information in identifiable form being
merged, centralized, or matched with other databases.

A new method of authenticating the use of and access to
information in'identifinble form by wembers of the public.

‘ A systematic incorporation of databases of information in
tdentitiable form purchased ot obtained fromy commereial or public sonrees,
A new interagency use or shared agency function that results in
new uses or exchanges of information in identifiable form.

A change that resulis in a new use or disclosure of information in
identifiable form.

A change that results in new items of information in identifiable
form being added into the system/project,

__ Changes do not involve a change in the type of records maintained,
+he individuals on whom records are maintained, or the use or
dissermnination of information from the system/project.
Other [Provide brief explanation]:
3. Does a PLA for this systemv/project already exist?
NG YES
if yes:
a. Provide date/title of the PIA:

b. Has the systemy/project undergone any significant changes since the PIA?
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