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SECOND DECLARATION OF Harry R. Lewis

I, Harry Lewis, declare as follows:

1. My name is Harry R. Lewis.

2. I am Gordon McKay Professor of Computer Science at Harvard University.
I have served on the faculty at Harvard for 44 years, a span which includes
terms as Dean of the College and as interim Dean of the John A. Paulson
School of Engineering and Applied Sciences.

3. I am the author of six books and numerous articles on various aspects of
computer science, education, and technology.

4. T am a member of the Electronic Privacy Information Center (EPIC)
advisory board.

5. On July 5, 2017, at approximately 6 pm EDT, I undertook to review the
security of the website “safe.amrdec.army.mil,” recommended by the Vice
Chair of the Presidential Advisory Commission on Election Integrity in the
letter of June 28, 2017 to state election officials, for the delivery of voter roll
data.

6. This is the same website that the Vice Chair described in his July 5, 2017
declaration in this matter as “a secure method of transferring large files up to

two gigabytes (GB) in size.”




7. The Google Chrome browser returned an error message with a bright red
warning mark, which stated, “Your connection is not private — Attackers
might be trying to steal your information from safe.amrdec.army.mil (for
example, passwords, messages, or credit cards).”

8. The Apple Safari browser returned an error message, which stated “Safari
can’t verify the identity of the website ‘safe.amrdec.army.mil.” The
certificate for this website is invalid. You might be connecting to a website
that is pretending to be ‘safe.amrdec.army.mil,” which could put your
confidential information at risk.”

9. It is my opinion that “safe.amrdec.army.mil” is not a secure website for the
transfer of personal data.

10. I have attached to this affidavit contemporaneous screen shots of the
responses from the Google Chrome browser and the Apple Safari browser I
observed
I declare under penalty of perjury that, to the best of my knowledge, the

foregoing is true and correct.

Executed July 5, 2017

UKo

Har{'y R. Lewis
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1. Screen shot of Google Chrome browser message
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2. Screen shot of Apple Safari browser message

Safari can’t verify the identity of the website “safe.amrdec.army.mil”.

The certificate for this website is invalid. You might be connecting to a website that is
pretending to be “safe.amrdec.army.mil”, which could put your confidential information
at risk. Would you like to connect to the website anyway?
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