COMMENTS OF THE ELECTRONIC PRIVACY INFORMATION CENTER

to the

FEDERAL COMMUNICATIONS COMMISSION

Request for Comment on Notice of Proposed Rulemaking, Re: Empowering Broadband Consumers Through Transparency, CG Docket No. 22-2

87 Fed. Reg. 6,827

March 9, 2022

The Federal Communications Commission (Commission, or FCC) issued a request for comments in a Notice of Proposed Rulemaking (NPRM) relating to empowering broadband consumers through transparency.¹ The Electronic Privacy Information Center (EPIC) files these comments in response to the Commission’s proposed templated labels, designed to help consumers make well-informed decisions about which broadband service provider they choose to use.²

EPIC is a public interest research center in Washington, D.C. EPIC was established in 1994 to focus public attention on emerging privacy and related human rights issues, and to protect privacy, the First Amendment, and constitutional values. EPIC routinely files amicus briefs in consumer privacy cases and participates in rulemakings and policy discussions around broadband privacy. EPIC advocates for rules that protect consumers from exploitative data practices.³


EPIC appreciates the Commission’s effort to improve transparency for consumers of broadband services but urges the FCC to require broadband providers to provide clear and comprehensible disclosures that will actually inform customers about their data practices.\textsuperscript{4} Lengthy and complex privacy policies are not an effective way to inform consumers about data collection practices.\textsuperscript{5} The Commission must demand better from providers.

The purpose of the broadband “nutrition label” template should be to ensure that consumers are given information about a provider’s data collection, data disclosure to third parties, and data practices.\textsuperscript{6}

---

\textsuperscript{4} See NPRM, \textit{supra} note 1.

retention practices so that they can easily understand and compare services. The overwhelming majority of American consumers are concerned about companies collecting and disclosing their personal data to others. The Commission’s nutrition label rule should encourage providers to limit collection of data about their customers to only what is essential for the provision of broadband services. And it should be clear from the labels whether one provider is more protective of their customers’ privacy than another. Nutrition labels that cannot be understood or used effectively by consumers without clicking through and reading lengthy legal policies are counterproductive.

EPIC proposes that the Commission add two primary checkboxes to the nutrition label, indicating whether: (1) the provider discloses data about an identifiable user, device, or account to third parties, and (2) the provider collects any information about the consumer that is not essential to provide the consumer with broadband service (“non-essential data”). The label should also indicate whether consumers can opt out of each of the two data practices, and link to directions for opting out. These clear disclosures within the nutrition label should be supplemented by links to easy-to-understand, relevant information regarding the provider’s privacy practices, not exhaustive, multi-page legalese.

The Commission should also prohibit pay-for-privacy pricing models, which make privacy a luxury only some consumers can afford.

EPIC offers direct responses to the Commission’s questions in ¶¶ 15 and 31 regarding the scope of the labels requirement and accuracy and enforcement concerns. In short:

- The label requirement should apply to all plans for which there are active users;
- The Commission should create a new complaint category to facilitate consumer feedback on its labels, as well as a repository of current and historical plan labels;

---

6 See Chair Rosenworcel’s statement, infra at 21 (reporting that more than 90% of Americans "believe it is important to be in control of who can get [information collected about them]").
The Commission should impose forfeitures for misleading labels proportionate to the number of days between the misleading publication and corrective notification, as well as to the number of users in the misrepresented plan; and

State attorneys general and other regulators should not be precluded from investigating and bringing enforcement actions where there are alleged discrepancies between the provider’s labels and its actual offerings and practices.

EPIC also emphasizes that transparency alone will not ensure privacy for all consumers if there are consumers who do not have actual, actionable choice of broadband providers.

I. The Commission Should Require Broadband Providers to Highlight Data Collection, Data Retention, and Data Disclosure in the Privacy Section of the Nutrition Label

Transparency regarding providers’ data collection, data retention, and data disclosure practices is an important component of consumer choice, as polling and pending legislation demonstrate. But privacy policies on their own are notoriously ineffective at informing consumers. As such, the Commission should require providers to report clearly in the nutrition label whether they disclose data to third parties at a more granular level than statistical (e.g., individual-level, account-level, device-level, etc.), whether providers collect and retain data about consumers that is not essential to provide the consumer with broadband service (“non-essential data”), and whether customers can opt out of each data practice.

In addition, to ensure easy consumer comparison, the Commission should require that providers report their privacy policies and opt-out procedures in a standard format and link from the nutrition label to relevant resources with detailed information. The Commission’s rule should require a broadband provider to state clearly (i.e. in lay terms, not buried in an exhaustive legal document), either on a linked webpage or in the nutrition label itself: 1) what data that provider collects about its customers, 2) how that provider uses consumer data, 3) what data the provider discloses and to
whom, 4) what that provider’s data retention and deletion practices are, and 5) how a consumer can opt out of disclosure of data and collection of non-essential data.

The public is deeply concerned about the risks of data collection and abuse, as recent studies demonstrate. A 2019 study by Pew Research Center found that 81% of the public believe that the risks of data collection by companies outweigh the benefits and that 79% are not confident that companies will admit mistakes and take responsibility if they misuse personal data. In another Pew study from 2020, more than half of U.S. adults said they decided not to use a product or service because they were worried how much of their personal information would be collected. A Morning Consult poll from 2019 found that 65% of voters felt that privacy was "one of the biggest issues our society faces." A similar poll in 2021 found that 83% of voters (86% of Democrats, 81% of Republicans) felt that Congress should make privacy an important or top priority, with 77% of voters stating that it was somewhat or very important that a privacy bill protect internet browsing history, and 81% stating the same about protecting geolocation data. These are understandable concerns given prior abuses of personal data by broadband providers—for example, Verizon’s expansion of

---

10 See Sam Sabin, States Are Moving on Privacy Bills. Over 4 in 5 Voters Want Congress to Prioritize Protection of Online Data, Morning Consult (Apr. 27, 2021), https://morningconsult.com/2021/04/27/state-privacy-congress-priority-poll/; See also, Morning Consult, National Tracking Poll #210496 (Apr. 16-19, 2021), https://assets.morningconsult.com/wp-uploads/2021/04/26163900/210496_crosstabs_MC_TECH_RVs_v1_LM.pdf at 81 (77% of voters, 81% of Democrats, and 74% of Republicans surveyed felt that it somewhat or very important that a privacy bill protect internet browsing history), at 85 (81% of voters, 84% of Democrats, and 80% of Republicans felt it somewhat or very important that a privacy bill protect geolocation data).
its ad program by using X-UIDH to bypass user privacy controls, and the Federal Trade Commission’s recent 6(b) study of Internet Service Providers (ISPs), which uncovered providers disclosing consumer Internet traffic and real-time location data, with no meaningful choice to consumers about how their data can be used. Earlier this year, Rep. Anna Eshoo, Rep. Jan Schakowsky, and Sen. Cory Booker introduced the Ban Surveillance Advertising Act aimed at stopping exploitative data collection practices. Given mounting public attention to privacy, it is vital to present information about each broadband service provider’s practices regarding data collection and retention, as well as disclosure of data to third parties, and opt-out mechanisms, in a manner more transparent and accessible than a mere link to the provider’s privacy policy.

Privacy policies are notoriously vague and confusing. Moreover, a company’s privacy policy may be too broad in scope to adequately inform the consumer about the collection, retention, and disclosure of data in connection with the specific service(s) that consumer is using.

12 See Federal Trade Commission, FTC Staff Report Finds Many Internet Service Providers Collect Troves of Personal Data, Users Have Few Options to Restrict Use (Oct. 21, 2021), https://www.ftc.gov/news-events/press-releases/2021/10/ftc-staff-report-finds-many-internet-service-providers-collect (further noting that even where providers promised not to sell consumer data some still disclosed it, that even where providers claimed consumers have choice about how their data is used some providers made it difficult to exercise those choices, and that the definition of “business purposes” varied widely among companies claiming to keep data only as long as needed for business purposes) [hereinafter FTC ISP Study].
14 See Richards and Hartzog, Litman-Navarro, etc., supra note 5.
15 See Thorin Klosowski, We Checked 250 iPhone Apps—This Is How They’re Tracking You, Wirecutter (May 6, 2021), https://www.nytimes.com/wirecutter/blog/how-iphone-apps-track-you/ (NY Times journalist unable to discern what data was collected and disclosed by Minecraft, because it fell under Microsoft’s general privacy policy).
EPIC holds that the most effective policy for protecting consumer privacy is to prohibit secondary use and third-party disclosure of personal consumer data altogether, with narrow exceptions, and to limit collection and retention of personal consumer data to only what is strictly necessary for a product or service to function. But because this rulemaking is narrowly focused on how to improve transparency to consumers about current broadband provider privacy practices, EPIC proposes that the Commission’s broadband labels should provide consumers with accurate, easily-accessible, and easily-understandable information about (1) whether the provider discloses non-statistical data about consumers to third parties and how the consumer can opt out of those disclosures, and (2) whether the provider collects and retains consumer data (e.g., what websites the consumer visits) for purposes other than essential operational functions (e.g., billing or customer support, but not marketing) and how the consumer can request deletion and prevent further collection of that non-essential data. EPIC suggests two simple primary Yes/No checkboxes as a means of balancing conciseness, intelligibility, and transparency.

An individual’s right to find out what information is being collected about them and how that information is used, and to prevent information collected for one purpose to be used for a different

---


purpose (without that individual’s consent), are among the foundational principles underlying the Code of Fair Information Practices.\textsuperscript{19} The White House’s Consumer Privacy Bill of Rights built upon these principles, providing that consumers have the right: “to exercise control over what personal data companies collect from them and how they use it”, “to [access] easily understandable and accessible information about privacy and security practices”, “to expect that companies will collect, use, and disclose personal data in ways that are consistent with the context in which consumers provide the data”, and “to [impose] reasonable limits on the personal data that companies collect and retain.”\textsuperscript{20} As Chair Rosenworcel noted in 2016: “nine out of ten Americans believe that it is important to control what information is collected about themselves and an even greater number believe it is important to be in control of who can get that information.”\textsuperscript{21}

Although by no means perfect, Apple has taken steps in this direction with its own privacy nutrition labels for applications in its App Store, launched in 2020.\textsuperscript{22} These labels require app developers to disclose the types of data that their products in Apple’s App Store collect and whether that information (1) is used to track the user across devices (and is therefore disclosed to multiple parties); (2) is connected to the user’s account but not disclosed externally; and (3) is aggregated and not connected to the user’s account.\textsuperscript{23} This framework is a helpful way of conceptualizing data collection and data dissemination, but it has its flaws. For example, the language in Apple’s model is not always clear enough. As one researcher observed, it’s unlikely that a consumer will understand

\textsuperscript{23} See Klosowski, supra note 15.
what is meant by “data linked to me” and “data not linked to me.” Succinct language doesn’t necessarily mean easy-to-understand language.

Recognizing the Commission’s tripartite goals of transparency, accuracy, and conciseness, it would not be appropriate to require the same level of detail in broadband nutrition labels that Apple required in its App Store. Instead, we encourage the Commission to require a short but intelligible statement about data disclosure and about data collection and retention practices. For example, a Yes/No checkbox could indicate whether the provider discloses data to third parties (where that data is more granular than statistical data), and a second checkbox could indicate whether the provider collects data about its consumers beyond what is essential for the provision of broadband services to the consumer. These two primary checkboxes should each be supplemented by checkboxes that indicate whether the provider allows customers to opt out of these data practices. The primary checkboxes could be presented to consumers using succinct and easy-to-understand terminology such as “we disclose data about you to others” and “we collect and retain more than essential data about you.” The checkbox label should link to information specific to that topic. For example, the link corresponding with “we disclose data about you to others” should point to easy-to-understand information detailing what data the provider discloses and to whom, including wholly external entities as well as sister services within the same parent company. The corresponding opt-out checkbox in the label should link to how the consumer can easily end further disclosure. The link corresponding with “we collect and retain more than essential data about you” should point to a brief description of what data the provider collects, how the provider may use that data, as well as the


25 It is important that the opt out is scalable and does not require the consumer to go to each third party and request the opt out individually. See Data Minimization Whitepaper, supra note 16 at 22.

26 See, e.g., FTC ISP Study supra note 12 at 14-17.
provider’s data retention and deletion policy. The corresponding opt-out checkbox in the label should link to how the consumer can easily end further collection and request deletion. These Yes/No checkboxes and links would be in addition to the currently-proposed link to the provider’s entire privacy policy. Find a rough mock-up of what this could look like below, immediately following the Privacy section of the nutrition label as proposed in the NPRM.

Privacy section, as proposed in NPRM:

Privacy
See our [privacy policy]

EPIC’s recommended revision of the Privacy section:

<table>
<thead>
<tr>
<th>Privacy</th>
<th>See our [privacy policy]</th>
</tr>
</thead>
<tbody>
<tr>
<td>We Disclose Data About You to Others</td>
<td>We Collect and Retain More Than Essential Data About You</td>
</tr>
<tr>
<td>Yes O</td>
<td>No O</td>
</tr>
<tr>
<td>(If Yes Above) You Can Opt Out to Prevent Disclosure to Others</td>
<td>(If Yes Above) You Can Opt Out to Limit Data Collection to Essential Data Only</td>
</tr>
<tr>
<td>Yes O</td>
<td>No O</td>
</tr>
</tbody>
</table>

Requiring checkboxes in the label, with links to tightly relevant descriptions, strikes an appropriate balance between providing consumers with meaningful information and keeping the labels brief.

If the Commission is unwilling to require providers to display and utilize these two checkboxes with corresponding opt-out checkboxes, EPIC encourages the Commission to break the privacy section of its label into five individual sub-sections: 1) data collection practices, 2) data usage practices (not including disclosure), 3) disclosure to third parties, 4) data retention and deletion practices, and 5) consumer opt-out procedures.27 Rather than merely linking to a privacy

---

27 If consumers only get two points of comparison in the label itself, those should pertain to (1) disclosure to third parties, and the ability for consumers to opt out of that disclosure, and (2) whether a broadband provider collects more than essential information about consumers, and the ability for consumers to opt out of that collection as well as retention of that data. Because data usage, deletion, and retention all relate to the
policy in its daunting entirety, providers would also be required to link to five, separate, more
digestible statements that clarify what consumers should expect when purchasing broadband access
from that provider. A mock-up of what this alternative could look like is provided below.

Alternative revised Privacy section:

<table>
<thead>
<tr>
<th>Privacy</th>
<th>See our privacy policy</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>What Data We Collect About You</strong></td>
<td><strong>What Data We Disclose to Others, and to Whom</strong></td>
</tr>
<tr>
<td><strong>How We Use the Data We Collect About You</strong></td>
<td><strong>Our Data Retention and Deletion Practices</strong></td>
</tr>
<tr>
<td><strong>How You Can Prevent Your Data from Being Disclosed to Others</strong></td>
<td><strong>and Limit What Data We Collect About You (Opt Out)</strong></td>
</tr>
</tbody>
</table>

The Commission’s rule should make it easier for consumers to find and understand
information specific to the plan the broadband nutrition label describes. In the privacy section of
each broadband nutrition label—either directly or via linked resources—broadband providers should
convey clearly and simply their data collection, usage, disclosure, retention, and opt-out practices.29

Communicating this kind of information to consumers in an explicit, straightforward, and
standardized manner is a well-established practice in other industries, for example consumer
financial information.30 This kind of rule would be an improvement over a bare link to the entirety of
the provider’s privacy policy.

broadband provider’s own practices, these practices should be included under data collection rather than with
disclosure to third parties.

28 Recall the journalist’s challenge with understanding Minecraft’s data collection practices, because
consumers were only provided with a generic, overarching Microsoft privacy policy. See Klosowski, supra
note 15.

29 This should include the types of data collected, what steps a customer must take in order to opt out, etc.

30 See Securities and Exchange Commission, sample Privacy Notice form:
Gramm-Leach-Bliley Act (GLBA).
II. The Labels Requirement Should Apply to All Active Plans (¶ 15)

In ¶ 15 of the NPRM, the Commission “seek[s] comment on the scope of broadband service plans to which the labels requirement should apply. For example, how should providers treat plans that are not currently available for purchase by consumers, such as legacy or grandfathered plans?”

The Commission should require a nutrition label for any plan with active users, even if it is a legacy plan, because (1) otherwise a consumer considering a new purchase cannot readily compare their current plan with prospective plans, and (2) the business practices that a consumer is currently subjected to are relevant privacy considerations, even outside the context of purchasing a new plan.

Consumers in legacy plans have an interest in accessing easy-to-understand information about the privacy practices of their current plan. Consumers should be able to easily discover and understand how their provider is collecting, using, and disclosing data about them, and what options a consumer can pursue for limiting these practices.

Additionally, if the Commission requires transparency about data collection and/or data disclosure for new plans only, this selective transparency could be misused to lure consumers away from grandfathered plans.

All consumers should be equipped to make informed choices about the technology that they may use—not merely consumers making new purchases. We urge the Commission to ensure that no consumers are left out from its worthy effort to bring transparency and competition to broadband service providers.

III. The Commission Should Implement Procedures to Verify Label Accuracy, Impose Forfeiture Penalties, and Should Not Preclude State AG’s from Taking Action Against Violators (¶ 31)

In ¶ 31 of the NPRM, the Commission seeks comment on

[How to evaluate and enforce the accuracy of the information presented in the broadband consumer labels. How can the Commission verify the accuracy of the information that a broadband provider uses in a broadband consumer label? How
best can the Commission confirm that any variance between the disclosed performance metrics and actual performance as experienced by individual consumers is or is not consistent with normal network variation? How should the Commission enforce against inaccuracies in the provided information?

EPIC recommends that the Commission create a new consumer complaint category, to make it easier both for consumers to provide feedback on broadband nutrition labels, and for the Commission and broadband providers to monitor and incorporate that feedback. EPIC also recommends that the Commission create a repository to house current plan labels, with an archive to store historical plan labels, to promote accountability and competition. The Commission should impose forfeitures on broadband providers who publish misleading or inaccurate broadband nutrition labels—these forfeitures should be proportionate to how long the violative label was in use and proportionate to how many consumers were using the plan misrepresented by the label, to encourage prompt corrections of deficient labels. The Commission should also make it clear that it does not intend to preclude other regulators, such as state attorneys general (AGs), from investigating allegations of misleading or inaccurate broadband nutrition labels nor from pursuing enforcement actions against broadband providers who publish misleading or inaccurate labels.

A. The Commission Should Implement Procedures to Verify Label Accuracy, Including Consumer Complaint Data and a Repository of Current and Historical Plan Labels

The Commission should create a new category of consumer complaint, related to the broadband nutrition labels, to facilitate consumer feedback on how the Commission and broadband providers might improve upon the labels. Assuming the nutrition labels will be in use for some time, this kind of iterative, democratic process can help to streamline label design and layout, make the content more consumer-friendly, and strengthen trust between consumers and providers.

The Commission should add the data value “Broadband Nutrition Label” to the data field “Issue”, making it easier for the Commission and broadband providers to identify possible improvements to labels by querying consumer complaints with this Issue value. The Issue field does
not currently have a value that would readily support this kind of process. Currently, “Issue” contains values such as “Billing”, “Privacy”, and “Speed”, however complaints under these categories could also stem from problems unrelated to nutrition labels. While some consumers may still select these values rather than “Broadband Nutrition Label”, providing the Broadband Nutrition Label option will improve the visibility of consumer feedback regarding the labels. To further improve consumer complaint data quality, the Commission could provide a webform for consumer complaints specific to the broadband nutrition labels with “Broadband Nutrition Label” pre-filled as the Issue value (as the Commission’s complaint webform for phone problems limits selectable Issue values to values relevant to a phone-related consumer problem). The FCC could promote consumer use of this complaint webform on the webpage linked to in the footer of the nutrition label.

The Commission could also create an online repository where broadband providers are required to upload the most current version of their plan labels, with an archive that houses previous labels. This would promote accountability and transparency, and would be a de minimis burden to providers, as they are already furnishing identical information to consumers. While there would be a minimal infrastructure cost to the Commission in creating and maintaining this repository, it would be offset by the speed and ease with which investigations could be conducted into the accuracy of the information provided in the nutrition labels, and into the timeline of what information was provided to consumers when (see recommendations on proportionate forfeiture immediately below). The infrastructure cost would also be offset by the convenience to consumers who want to compare plans side-by-side based on the Commission’s labels.

---


B. The Commission Should Impose Forfeiture Penalties for Inaccurate or Misleading Plan Labels

The penalties for inaccuracies must be strong enough to incentivize compliance with the rules. The Commission should impose a forfeiture proportionate to both (1) the number of days the misleading information was disseminated to consumers prior to the corrective notice and (2) the number of consumers who purchased the plan or remained on the plan during the time period in which the misleading information about the plan was published. This forfeiture should apply regardless of whether the misrepresentation was intentional or inadvertent. Such an approach will encourage providers to craft easy-to-understand language in the information they provided via the Commission’s nutrition label as well as to promptly correct any misleading statements they discover in their labels. Separate forfeitures should be issued if a single offending provider has multiple plans containing misleading label information. This forfeiture should be independent of any redress sought by consumers or on behalf of consumers by other regulators, such as state attorneys general (AGs).

C. The Commission Should Not Preclude State AG’s and Other Regulators from Taking Action Against Violators

Identifying and redressing discrepancies between what a provider publishes in a nutrition label and the reality of its offerings should not be a task left to the Commission alone. The Commission should be explicit that its authority does not preclude state AGs and other regulators from investigating whether such discrepancies exist and (if so) from bringing enforcement actions against providers for deceptive or unfair practices and other state law violations, just as the AGs would for any other misleading promotional material a company presents to consumers.

IV. The Commission Should Prohibit Pay-For-Privacy Business Models

EPIC also urges the Commission to prohibit discounted pricing for consumers who are willing to permit the broadband provider to disclose their information to third parties and to prohibit providers from imposing a higher rate on users who choose to opt out of data disclosure. Similarly, a
consumer’s data collection preferences should not impact what rate the provider charges them. These kinds of pay-for-privacy schemes undermine voluntary consent,\textsuperscript{33} exacerbate existing inequities,\textsuperscript{34} and pose additional risks to minors,\textsuperscript{35} even where the Federal Trade Commission has COPPA enforcement authority (e.g., smart toys).\textsuperscript{36}

\textbf{V. Privacy Labels Alone Will Not Protect the Privacy of the Millions of Americans Who Lack Actual, Actionable Choice of Broadband Provider}

Notice and transparency requirements only impact competition when a consumer has an actual choice of providers. Where broadband providers operate with near-monopolies, information about better alternatives is unlikely to foster competition or innovation as consumers’ desired alternatives are not realistically available to them. By one estimate, more than 83 million Americans can only access broadband through a single provider.\textsuperscript{37} Even if these broadband labels provide perfect transparency, the Commission will not have achieved its other goals such as innovation, low prices,

\begin{flushright}
\textsuperscript{35} See Stacy-Ann Elvy, \textit{Paying for Privacy and the Personal Data Economy}, 117 Columbia L. R. 6 (2017), available at: \url{https://columbialawreview.org/content/paying-for-privacy-and-the-personal-data-economy/} (“The digital dossiers that may be compiled about children from a young age may have long-term consequences once a child reaches adulthood. The ubiquitous nature of IOT toys, social networks, and various devices that minors use to access the Internet ensure that children begin leaving digital footprints much earlier than previous generations.”)
\textsuperscript{36} COPPA may not apply. See \textit{id.} at Section IV B. Even if COPPA does apply, actual practice does not always conform to guidelines. See Noah Apthorpe, Sarah Varghese, Nick Feamster, \textit{Evaluating the Contextual Integrity of Privacy Regulations: Parents’ IoT Privacy Norms Versus COPPA} 10, 13-14 (2019), available at: \url{https://www.ftc.gov/system/files/documents/public_events/1415032/privacycon2019_aphthorpe_parents_iot_privacy_norms_vs_coppa.pdf}; Federal Trade Commission, \textit{PrivacyCon 2019 session 1 transcript} 33-34, available at: \url{https://www.ftc.gov/system/files/documents/public_events/1415032/session1_transcript_privacycon_2019_1.pdf} (having good guidelines “doesn't mean that the actual implementations of the toys are actually meeting those expectations themselves”; “there is some sense of security here which may not line up with the actual implantations of the toys that we’re seeing in practice”).
\end{flushright}
and high quality service if consumers do not have an actual choice amongst providers.\(^{38}\) EPIC does not propose a solution to this challenge in this filing, and recognizes that the Commission is taking steps to address this issue,\(^{39}\) but urges the FCC to continue to take actions in other rulemakings to address these other serious harms to consumers.

VI. Conclusion

Transparency regarding personal data collection, retention, and disclosure should be a priority for broadband providers, and EPIC applauds the Commission’s efforts in this rulemaking to provide guidance to broadband providers as to how to achieve greater transparency about their privacy practices. The Commission can further improve the proposed rule by requiring broadband providers to clearly and explicitly communicate what data they are collecting, retaining, and disclosing, as well as how easily consumers can opt out of non-statistical data disclosure to third parties and opt out of the collection and retention of non-essential data by the providers themselves. Additionally, the Commission should prohibit pay-for-privacy schemes, which exacerbate existing privacy inequities. The Commission should implement procedures to help verify label accuracy, and to easily leverage consumer feedback to improve the content and layout of broadband nutrition labels. Regarding enforcement, the Commission should impose proportionate forfeitures where providers violate its rules and should state explicitly that the FCC does not intend to preclude other regulators from bringing actions against providers who fail to promptly correct misleading or inaccurate statements in broadband plan labels.

---

\(^{38}\) See NPRM at 1 ¶ 1 ("competition, innovation, low prices, and high-quality service"), at 25, Statement of Commissioner Geoffrey Starks ("Arming consumers with better information will also promote greater innovation, more competition, and lower prices for broadband—wins for the entire broadband ecosystem.").
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