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Login Flow

1) On the day of your migration, you will receive an email from “D&B Notifications” inviting you to join the D&B Single Sign-On Portal.

2) Click the link contained within, choose a password and click “Submit”
Supplier Risk Manager - OneLogin Change

3) Enter your email address in the “Username” field and click “Continue”

4) Enter your “Password” (from step 2 above) and click “Continue”

5) You will be logged into SRM
Please remember that all subsequent logins will follow the process below:

1) Go to the website where you access SRM (i.e. https://www.supplierriskmanager.com/cp/login)

2) Select the Supplier Risk Manager tab and enter your email address in lower case and Click “Login”

3) Enter your existing OneLogin username (your email address) and click “Continue”
4) Enter your existing OneLogin password and click “Continue”

5) You will then be navigated to SRM
Supplier Risk Manager – OneLogin Change

Link To Set Password Has Expired

If you cannot set your password within 24 hours, please follow the “Forgot User Password” process below.

Forgot User Password

1) Go to the website where you access SRM
   (i.e. https://www.supplierriskmanager.com/cp/login)

2) Select the Supplier Risk Manager tab and enter your email address in lower case and Click “Login”

3) Click “Forgot Password”
4) Enter your email address on the following page and click “Continue”

5) You will receive a prompt letting you know that a password reset link has been sent to you
6) Click on the link received in the email from OneLogin

If you have requested a new password for your OneLogin account, please click on the link below to select a new password.
If you did not request a new password, please ignore this email.

https://dbnb.onelogin.com/va/password/reset?token=e0%9c0e89ba5153621b03c27e0df7ec1b77

Please do NOT reply to this automated message.
DISCLAIMER: This communication is confidential and privileged and is directed to and for the use of the addressee only. The recipient if not the addressee should not use this message if erroneously received, and access and use of this e-mail in any manner by anyone other than the addressee is unauthorized. If you are not the intended recipient, please ignore and delete this message.

7) Follow the process below to set the new password

Select your OneLogin password. Password must be at least 10 characters long, must contain at least three of: upper case letters, lower case letters, numbers, and special characters. Valid special characters include: ! @ # $ % ^ & * ( ) - + = \ / \{ \} \[ \] \\ " | ; : , . 

New Password
Confirm Password
SUBMIT

8) Once a password is reset successfully, you can log in to SRM