
 
 
 

Nos. 22-16914 & 22-16916 

United States Court of Appeals for the Ninth Circuit 
 

 
IN RE: APPLE INC. APP STORE SIMULATED CASINO-STYLE GAMES LITIGATION, 

 
FRANK CUSTODERO, ET AL., 

Plaintiffs-Appellees, 
v. 

APPLE INC., 
Defendant-Appellant. 

 
 

Appeal from the United States District Court  
for the Northern District of California,  

No. 5:21-md-02985-EJD (Hon. Edward J. Davila) 
 

PRINCIPAL BRIEF FOR APPLE INC. 
 

 
 
 
 
Daniel M. Lifton 
WEIL, GOTSHAL & MANGES LLP 
767 Fifth Avenue 
New York, NY 10153 
(212) 310-8000 

 
 
Mark A. Perry 
Zachary D. Tripp 
Crystal L. Weeks 
WEIL, GOTSHAL & MANGES LLP 
2001 M Street NW 
Washington, DC 20036 
(202) 682-7000 
mark.perry@weil.com 

Counsel for Apple Inc. 

 



 

i 

CORPORATE DISCLOSURE STATEMENT 

Pursuant to Rule 26.1 of the Federal Rules of Appellate Procedure, the 

undersigned counsel of record certifies that Apple Inc. has no parent corpo-

ration and no publicly held corporation owns 10% or more of its stock.  
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INTRODUCTION 

Section 230 of the Communications Decency Act of 1996, 47 U.S.C. 

230(c)(1), forecloses every cause of action asserted against Apple Inc. in 

Plaintiffs’ Complaint. Section 230 preempts state-law claims that “treat[]” 

an internet platform as a “publisher” of third-party content available on 

that platform. Id. A claim treats a platform as a publisher if it “depend[s] 

on a third party’s content, without which no liability could have existed.” 

Lemmon v. Snap, Inc., 995 F.3d 1085, 1094 (9th Cir. 2021). That rule re-

quires dismissal of the entire case.  

Plaintiffs are trying to hold Apple liable for money they chose to spend 

playing games on third-party apps that are available on the App Store plat-

form. The Complaint alleges that some third-party apps include games that 

resemble slot machines—but do not allow anybody to win any actual 

money. Instead, a player uses virtual “chips,” a form of in-game currency, 

to enable virtual “spins,” to possibly “win” more virtual chips. A player can 

also acquire more chips by buying them from the developer or simply wait-

ing for additional free chips. But the player cannot cash out. No matter 

what, the player can never win any real money. The virtual chips are just 

that: virtual. They can only be used within a particular app. 

Plaintiffs contend that those slot-simulation games qualify as illegal 

“gambling” in 16 States, and they demand that Apple reimburse them for 
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their so-called “losses,” the real money that they chose to spend to acquire 

virtual chips that they used to play pretend slots. Even if those games could 

be considered illegal gambling in some States (a question not yet addressed 

in this litigation), Plaintiffs cannot hold Apple liable for the money Plaintiffs 

spent playing them. It is undisputed that Apple did not create the apps.  

Under Section 230, Apple therefore cannot be held liable for hosting them 

on the App Store—full stop. 

The district court limited the initial round of motions practice to Sec-

tion 230. Recognizing that the statute presents a significant barrier to their 

claims, Plaintiffs abandoned their core allegations that Apple could be held 

liable for “hosting” third-party apps and sought instead to use “creative 

pleading”—and, worse, arguments that went beyond the allegations in the 

Complaint—in an attempt to “circumvent [Section 230’s] protections.” Kim-

zey v. Yelp!, Inc., 836 F.3d 1263, 1265-66 (9th Cir. 2016). For the most part, 

the district court saw through this gambit and correctly recognized that 

Section 230 forecloses Plaintiffs’ claims. In particular, the court rightly con-

cluded that Apple cannot be liable to Plaintiffs merely because it allegedly 

“promoted” certain apps or shared some user data with app developers.  

The district court erred, however, in ruling that Apple could be held 

liable for the entire amount that Plaintiffs spent to play games because Ap-
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ple allegedly processed in-app transactions in virtual currency between de-

velopers and consumers, taking its standard commission. The Complaint 

does not allege that Apple’s in-app purchase mechanism is independently 

tortious or that it is unlawful to effect a transaction in virtual currency or 

other content (or to take a commission). There is no alleged gambling in 

that transaction, and no winner or loser. Consumers got exactly what they 

paid for: virtual currency. And the only way to connect Apple’s otherwise 

lawful processing of in-app payments to allegations of illegality is via the 

content of the apps on the App Store: If the apps included different content, 

there would be no claim. The duty thus depends on content and therefore 

treats Apple as the publisher. 

The order below rested on Plaintiffs’ argument that “the Platforms[’] 

role as a ‘bookie’ is illegal” (ER-35), but the Complaint does not actually al-

lege that Apple is a bookmaker and the allegations belie that characteriza-

tion. Plaintiffs do not allege that Apple booked any bets, set any odds, or 

“paid” any virtual winners. Indeed, it is undisputed that Apple is not a party 

to the allegedly unlawful exchange of virtual chips for virtual spins on the 

virtual slots; that is exclusively between the user and the app developer. 

Apple’s facilitation of the earlier transaction in which the developer sold in-

app currency does not make Apple liable for everything that later happens 

within the app. 
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Plaintiffs’ sweeping theory also could cause grave harm to the Internet 

economy. It cannot be limited to gambling apps or even the processing of 

payments for virtual currency in video game apps. Rather, it would instead 

extend to processing payments on any app. Countless apps offer virtual cur-

rency, for a wide variety of in-app uses. Plaintiffs’ theory thus would effec-

tively expose Apple to suit for harms caused by content on any app that 

offers in-app purchases, not just the apps at issue in this case.  Yet the core 

purpose of Section 230 was to avoid putting platforms in that position. 

All of Plaintiffs’ claims against Apple are barred by Section 230 be-

cause they seek to hold Apple, as the platform provider, liable for content 

created by others and hosted on the App Store. The Court should therefore 

reverse the order on interlocutory review insofar as it held otherwise, and 

remand with directions to dismiss the entire Complaint with prejudice. 

STATEMENT OF JURISDICTION 

The district court had jurisdiction under 28 U.S.C. 1331, 1332(d)(2), 

and 1367. This Court has jurisdiction of this certified interlocutory appeal 

under 28 U.S.C. 1292(b). See ER-245-46. This Court’s jurisdiction “applies 

to the order certified to the court of appeals, and is not tied to the particular 

question formulated by the district court.” Yamaha Motor Corp., U.S.A. v. 

Calhoun, 516 U.S. 199, 205 (1996).  
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STATEMENT OF THE ISSUE 

Whether Section 230 forecloses every cause of action asserted against 

Apple in the Complaint because the claims “treat[]” the App Store “as the 

publisher” of third-party content. 47 U.S.C. 230(c)(1). 

STATUTE 

Section 230 (47 U.S.C. 230) is attached as an addendum.  

STATEMENT OF THE CASE 

A. Section 230 protects online platforms from liability for 
third-party content  

Congress enacted Section 230 to immunize providers of interactive 

computer services from liability arising from content created by third par-

ties. Section 230(c)(1) states: “No provider or user of an interactive computer 

service shall be treated as the publisher or speaker of any information pro-

vided by another information content provider.” Congress also expressly 

preempted inconsistent state law: “No cause of action may be brought and 

no liability may be imposed under any State or local law that is inconsistent 

with this section.” 47 U.S.C. 230(e)(3).  

Congress found that the Internet “represent[s] an extraordinary ad-

vance in the availability of educational and informational resources,” and 

that platforms have “flourished” because of “minimum … government reg-

ulation.” 47 U.S.C. 230(a)(1) and (4). Congress declared that “it is the policy 

of the United States” to “promote the continued development of the Internet 
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and other interactive computer services and other interactive media,” to 

“preserve the vibrant and competitive free market that presently exists for 

the Internet” “unfettered by Federal or State regulation,” and to “remove 

disincentives for the development and utilization of blocking and filtering 

technologies.” 47 U.S.C. 230(b)(1), (2) and (4). 

“The majority of federal circuits have interpreted [Section 230] to es-

tablish broad federal immunity to any cause of action that would make ser-

vice providers liable for information originating with a third-party user of 

the service.” Perfect 10, Inc. v. CCBill LLC, 488 F.3d 1102, 1118 (9th Cir. 

2007) (internal quotation marks omitted). “[C]lose cases … must be re-

solved in favor of immunity,” this Court has explained, “lest we cut the 

heart out of section 230 by forcing websites to face death by ten thousand 

duck-bites, fighting off claims that they promoted or encouraged—or at 

least tacitly assented to—the illegality of third parties.” Fair Hous. Council 

of San Fernando Valley v. Roommates.com, LLC, 521 F.3d 1157, 1174 (9th 

Cir. 2008) (en banc). 

B. The App Store platform and third-party apps 

Plaintiffs seek to hold Apple liable for real money they spent on virtual 

currency they used to enhance their experience playing games created by 

third-party developers that are available on the App Store. ER-155-56. The 

App Store allows developers to distribute apps that users can download and 
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run on an iPhone or other iOS device. See Epic Games, Inc. v. Apple, Inc., 

67 F.4th 946, 966-67 (9th Cir. 2023). “‘There’s an app for that’ has become 

part of the 21st-century American lexicon,” as the App Store “contains 

about 2 million apps,” the vast majority of which third parties created and 

developed. Apple, Inc. v. Pepper, 139 S. Ct. 1514, 1518-19 (2019). Thousands 

of apps offer virtual currency consumers can use within the app. See ER-119 

(developer guidelines regarding in-app currency applicable to all apps).1 

The App Store is a two-sided platform that connects app developers, 

on one side, with consumers, on the other. As relevant, Apple provides an 

in-app purchase system, or commerce engine, to enable certain transac-

tions—including for paid downloads and in-app purchases of digital con-

tent—within apps distributed through the App Store. ER-119-20. The Com-

plaint alleges that Apple “operates as the payment processor” for such 

transactions and charges developers a 30% commission. ER-152; ER-155 

(¶¶ 63, 76); see also ER-87.2 The platform also includes tools to facilitate 

                                      
1 The Court can take judicial notice of Apple’s “Developer Program License 
Agreement,” “App Review” and “App Store Review Guidelines” because 
they are incorporated by reference into the Complaint. See, e.g., ER-152; 
ER-155; ER-157 (¶¶ 63 n.8, 76 n.14, 82 n.16, 83 n.17); see also ER-42 (plain-
tiffs declining to object to judicial notice); United States v. Ritchie, 342 F.3d 
903, 908 (9th Cir. 2003). 
2 As a different district court recently explained, Apple “does not itself even 
process payments—that function is performed by a third-party settlement 
provider like Chase Bank with which Apple contracts.” Epic Games, Inc. v. 
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developers’ interaction with their users. See ER-157-58 (¶¶ 87, 89). Apple 

provides the in-app purchase system and other platform tools to all licensed 

iOS developers. ER-157-58 (¶ 87); see also ER-119-20.  

“Prior to being published in the Apple App Store, developers must sub-

mit their app for review.” ER-157 (¶ 82). “In this process, Apple examines 

whether the app violates any company policies and demands that apps com-

ply with all relevant laws within the jurisdiction where the app is availa-

ble.” ER-157 (¶ 82 & n.16). Apple’s App Store Review Guidelines remind 

developers that “[g]aming, gambling, and lotteries can be tricky to manage 

and tend to be one of the most regulated offerings on the App Store. Only 

include this functionality if you’ve fully vetted your legal obligations every-

where you make your app available.” ER-157 (¶ 83 & n.17 (quoting Guide-

line 5.3)). That Guideline further provides that “[a]pps may not use in-app 

purchase [i.e., Apple’s commerce engine] to purchase credit or currency for 

use in conjunction with real money gaming of any kind.” ER-133.  

Another tool the platform provides to developers is the ability to access 

data about app users. The App Store Review Guidelines provide that devel-

opers “should only request access to data relevant to the core functionality 

                                      
Apple Inc., 559 F. Supp. 3d 898, 1047 n.620 (N.D. Cal. Sept. 10, 2021), aff’d 
in relevant part, 67 F.4th 946 (9th Cir. 2023). 
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of the app and should only collect and use data that is required to accom-

plish the relevant task.” ER-130. Apple requires “[a]pps that collect user or 

usage data [to] secure user consent for the collection.” ER-129.  

C. Plaintiffs spent money playing games on third-party apps 

Plaintiffs are 28 individuals who allegedly spent money playing games 

on what they call “social casino” apps created by third-party developers and 

allegedly available on the App Store. ER-144; ER-148-50; ER-161-69 

(¶¶ 1-2, 22-49, 109-38). Within such an app, a user can allegedly choose dif-

ferent games—such as bingo, card games, and slot machines—with some 

apps offering hundreds of different titles. ER-151 (¶ 56). The allegations in 

the Complaint are limited to the slot-machine style games inside those 

apps. See id. 

Virtual slots differ from real slot machines in a fundamental way: play-

ers can’t win any money. ER-144; ER-152 (¶¶ 3, 65). The only thing players 

can win is more in-app currency that cannot be used outside the app. Spe-

cifically, a player uses virtual currency (“chips”) to enable “spins.” ER-151 

(¶ 59). The apps are generally free to download (ER-144 (¶ 2)), and consum-

ers are “typically given an initial allotment of virtual chips for free” (ER-151 

(¶ 60)). Players can thereafter obtain additional chips simply by “wait[ing] 

for some period of time before receiving more free chips” from the developer. 

ER-152 (¶ 62). 
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Developers also sell virtual chips. ER-144 (¶¶ 2, n.2, 3). The Complaint 

alleges that players purchase that virtual currency using Apple’s in-app 

purchase mechanism, which is available to all developers for transactions 

in in-app digital content. ER-152 (¶ 63). Purchased chips “extend game-

play” in the apps. ER-152 (¶ 64). Consumers can use virtual chips to play 

any of the games within the app (or can “gift” them to other accounts within 

that app). ER-152 (¶ 65). A player who “wins” acquires more virtual chips. 

ER-151 (¶ 60). 

Critically, users cannot cash out. “Virtual chips cannot be used outside 

of any individual Illegal Slots app.” ER-152 (¶ 65). No matter how many 

“chips” a person has, he or she cannot use those chips in another app or 

redeem them for real money. Id. 

Plaintiffs allegedly played these games by using real money to buy vir-

tual chips. ER-148-50; ER-161-69 (¶¶ 22-49, 109-38). For example, Plaintiff 

Cheree Bibbs allegedly “plays and has paid money to DoubleDown Casino, 

Jackpot Party, and Slotomania through the Apple App Store.” ER-162 

(¶ 113). The alleged connection between Plaintiffs and Apple is that the 

apps are available through the App Store and that in-app purchases of dig-

ital currency use Apple’s commerce engine.  
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D. Plaintiffs sue Apple to recover the money they spent 

Plaintiffs sued Apple, seeking to recover the money they spent playing 

the third-party games. They also brought parallel complaints against 

Google and Meta, with some unique allegations as to each defendant. See 

In re Google Play Store Simulated Casino-Style Games Litig., No. 21-md-

03001 (N.D. Cal.); In re: Facebook Simulated Casino-Style Games Litig., No. 

21-cv-02777 (N.D. Cal.). The district court coordinated the three suits. 

ER-235-40. 

Plaintiffs seek to represent 16 statewide classes of all purchasers in 

those States who spent money playing virtual slots “through the Apple plat-

form.” ER-169 (¶ 139); see ER-174-223 (¶¶ 148-521).3 The Complaint al-

leges that these apps “are illegal under many states’ gambling laws.” 

ER-147 (¶ 12). The Complaint invokes Kater v. Churchill Downs Inc., 886 

F.3d 784, 785-787 (9th Cir. 2018), a case brought against an app developer, 

which held that using virtual chips to buy spins of the virtual slots on the 

“Big Fish Casino” app could potentially constitute illegal gambling under 

Washington state law, when the plaintiff alleged that the only way to ac-

quire more chips was to buy them. See ER-147 (¶ 13). Plaintiffs assert that 

exchanging virtual chips for virtual spins within the virtual slot-machine 
                                      
3 The States are Alabama, California, Connecticut, Georgia, Illinois, Indi-
ana, Minnesota, Mississippi, Missouri, New Mexico, New York, Ohio, Ore-
gon, South Carolina, Tennessee, and Washington. ER-169-71 (¶¶ 139(a) to 
139(p)). 
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games constitutes illegal gambling under the laws of 16 States, even though 

the Complaint alleges that users can also acquire chips, for free, simply by 

waiting. ER-147; ER-152 (¶¶ 12, 62).  

Plaintiffs sued Apple under “loss recovery” statutes of 15 States, which 

provide a cause of action for a person who has lost money on illegal gam-

bling to recover from the winner, e.g., Conn. Gen. Stat. Ann. § 52-554, as 

well as California’s Unfair Competition Law, Cal. Bus. & Prof. Code § 17200 

et seq., which Plaintiffs contend provides a similar remedy, ER-176 (¶ 169). 

Plaintiffs bring unjust enrichment claims premised on the same alleged il-

legal gambling. E.g., ER-177 (¶ 178). And Plaintiffs seek to bring a nation-

wide class, claiming that Apple’s conduct violated the Racketeer Influenced 

and Corrupt Organizations (“RICO”) Act, 18 U.S.C. 1961-1968. ER-148; 

ER-217-23 (¶¶ 16, 17, 489-521).  

The Complaint primarily alleges that Apple is liable to repay the 

money Plaintiffs spent because it “host[ed]” the apps on the App Store. E.g., 

ER-146; ER-148; ER-160; ER-174; ER-220; ER-221 (¶¶ 8, 15, 16, 103-06, 

151, 506, 512(D)). The Complaint alleges that Apple “did not remove social 

casinos from [its] offerings” but instead “continue[s] to offer” them. ER-159 

(¶ 98).  

The Complaint includes some allegations that Apple “promotes” and 

“facilitates” third-party apps, because developers use Apple’s platform for 
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“payment processing” and the App Store has allegedly “provided them val-

uable data and insight about their players.” ER-146 (¶ 8); see, e.g., ER-176 

(¶ 166) (“hosting and facilitating”); ER-178 (¶ 185) (providing “marketing 

guidance,” providing “technology,” and “facilitat[ing] all in-app purchases”).  

The Complaint does not allege that Apple actually promoted any of the 

apps at issue, and none of the Plaintiffs contend that any Apple promotion 

caused them to download, play, or spend money on the games. The Com-

plaint alleges that Apple “selects apps to feature on the App Store” (ER-158 

(¶ 88)), again without alleging that Apple featured any of the apps at issue. 

The Complaint also alleges that Apple “categorizes” these apps into a “social 

casino app category” that Apple rates “17+, indicating that the games are 

not appropriate for minors.” ER-157 (¶ 85). Plaintiffs do not allege that such 

categorization is illegal or harmed them in any way. 

As to “facilitation,” Plaintiffs allege that developers and Apple “moni-

tor the game activity and use the collected data to increase user spending.” 

ER-158 (¶ 91). Developers allegedly use that data to “target and exploit 

high-spending users, or ‘whales.’” ER-159 (¶¶ 92, 94).  

Finally, Plaintiffs allege that Apple “operates as the payment proces-

sor” for in-app purchases of virtual currency (ER-152 (¶ 63)) and that Apple 

“take[s] a 30 percent commission” for such transactions (ER-153 (¶ 76)). 

Plaintiffs allege that Apple “collects the money players spend on virtual 
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chips, takes a cut for itself, and remits the rest” to the developers, using its 

standard commission. ER-152 (¶ 63). The Complaint does not allege that 

Apple processes (or plays any other role in) the allegedly illegal gambling 

transaction—i.e., the exchange of virtual chips for virtual spins inside a 

third-party app. 

E. Procedural history 

The district court limited initial motions to dismiss to whether Section 

230 barred the claims, and thus the parties (and the court) proceeded on 

the as-yet untested assumption that the slot-style games within the apps 

could constitute illegal gambling in at least some States. ER-137-40. Apple 

moved to dismiss the entire Complaint under Section 230. D. Ct. Doc. 92. 

Although the district court agreed with many aspects of Apple’s sub-

mission, it ultimately denied the motion. ER-3. The court explained that 

there was “no dispute” that the App Store qualified as an “interactive com-

puter service” and that the apps constituted “information provided by an-

other information content provider,” namely, the third-party developers. 

ER-11. Plaintiffs also abandoned their contentions that Apple could be held 

liable for “hosting” the apps. See ER-57. Thus, the only question was 

whether the remaining allegations sought to “treat [Apple] as the publisher 

or speaker” of the allegedly illegal third-party content. ER-11.  
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To analyze whether Plaintiffs’ claims would require treating Apple as 

the publisher or speaker, the district court grouped Plaintiffs’ residual con-

tentions into three sets of allegations: (1) Apple’s alleged “promotion” of the 

social casino apps on its App Store; (2) its alleged involvement in the “social 

casinos’ business strategies” by “sharing data with the social casino app de-

velopers”; and (3) its alleged processing of transactions for “gambling chips.” 

ER-34-35. The court held that Section 230 foreclosed Plaintiffs’ claims 

against Apple insofar as they were premised on the alleged promotion and 

data sharing, but not insofar as they were premised on the alleged payment 

processing.  

The district court “easily dismissed” Plaintiffs’ claims to the extent 

they sought to impose liability based on allegations of promotion of third-

party apps on the platform. ER-34. The court likewise held that Section 230 

foreclosed liability based on Plaintiffs’ allegations that Apple facilitated the 

developers’ business models by sharing data with them. The court ex-

plained that “the Platforms are … acting in their role as a ‘platform’” in 

providing the data, and “Plaintiffs do not allege that the Platforms contri-

bution of data and advertisements helped create and develop the applica-

tion itself.” ER-36.  

As to Plaintiffs’ allegations of payment processing, however, the dis-

trict court concluded that Section 230 did not foreclose liability. The court 
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stated that “Plaintiffs neither take issue with the Platforms’ universal 30% 

cut, nor the Platforms’ virtual currency sale. Plaintiffs only assert that the 

Platforms[’] role as a ‘bookie’ is illegal.” ER-35. The court concluded that 

Plaintiffs’ claims were “grounded in the Platforms’ own bad acts”—the “pro-

cessing of unlawful transactions for unlawful gambling”—“not in the con-

tent of the social casino apps that the Platforms display on their websites.”  

ER-35.  

Recognizing that “reasonable minds could differ” and that litigation 

was potentially “waste[ful],” the district court sua sponte certified its order 

for interlocutory appeal under 28 U.S.C. 1292(b). ER-38. This Court 

granted Apple’s petition for review and Plaintiffs’ cross-petition. ER-245-46.  

STANDARD OF REVIEW 

This Court reviews de novo a district court’s order on a motion to dis-

miss under Federal Rule of Civil Procedure 12(b)(6). Dyroff v. Ultimate Soft-

ware Grp., 934 F.3d 1093, 1096 (9th Cir. 2019). To survive a motion to dis-

miss, a complaint must allege “enough facts to state a claim to relief that is 

plausible on its face.” Bell Atl. Corp. v. Twombly, 550 U.S. 544, 570 (2007). 

A motion to dismiss should be granted when “the allegations, taken as true, 

show the plaintiff is not entitled to relief” because of the applicability of a 
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defense. See Jones v. Bock, 549 U.S. 199, 215 (2007). This Court has repeat-

edly affirmed the dismissal of cases under Section 230 at the pleading stage. 

E.g., Dyroff, 934 F.3d at 1101. 

SUMMARY OF THE ARGUMENT 

I. Section 230 preempts any claim that would “treat[]” an interactive 

computer service “as the publisher” of third-party content. 47 U.S.C. 

230(c)(1). It is undisputed that the App Store is an interactive computer 

service and that the apps here are third-party content. ER-11. The only 

question is whether Plaintiffs’ causes of action would treat Apple as the 

publisher of those third-party apps. All of them do. 

A claim “treats [a platform] as the publisher,” 47 U.S.C. 230(c)(1), if it 

seeks to hold the platform liable for “reviewing, editing, [or] deciding 

whether to publish or to withdraw from publication third-party content,” 

Barnes v. Yahoo!, Inc., 570 F.3d 1096, 1102 (9th Cir. 2009). A claim also 

treats a platform as a publisher if the “underlying legal duty” “would nec-

essarily require an internet company to monitor third-party content.” 

HomeAway.com, Inc. v. City of Santa Monica, 918 F.3d 676, 682 (9th Cir. 

2019). A plaintiff’s claims fail if, “at bottom,” they “depend[] on a third 

party’s content, without which no liability could have existed.” Lemmon, 

995 F.3d at 1094. 
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II. Under those precedents, Section 230 forecloses Plaintiffs’ Com-

plaint because all of the causes of action treat Apple as the publisher of 

third-party apps. 

At the outset, the bulk of the Complaint is devoted to allegations that 

Apple is liable for the money Plaintiffs spent because Apple hosted the 

third-party apps on the App Store platform. Plaintiffs have since aban-

doned any contention that this “hosting” theory survives Section 230, as it 

obviously does not. Instead, they sought below to recharacterize their the-

ory of liability in an effort to avoid Section 230. But however characterized, 

Plaintiffs’ causes of action all seek to hold Apple liable for failing to take 

action to block or remove third-party apps from the App Store. Accordingly, 

Section 230 bars all of the claims. 

A. As the district court correctly recognized, Apple cannot be held li-

able for the money Plaintiffs spent because Apple allegedly “promoted” 

third-party apps. E.g., ER-146 (¶ 8). The Complaint does not even allege 

Apple actually promoted the apps at issue, and in any event, none of the 

causes of action is limited to promoted apps. Rather, each cause of action 

seeks to hold Apple liable for every penny Plaintiffs spent playing games on 

hosted apps, without regard to whether those apps were promoted, let alone 

any allegation that their spending was caused by promotion. They thus boil 

down to hosting claims that Section 230 squarely bars. In any event, as the 
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district court correctly held, the allegations of promotion are “easily dis-

missed’ under Dyroff, because the alleged promotion did not materially con-

tribute to any alleged illegality. ER-34. Rather, that would merely involve 

“display[ing],” “choos[ing]” and “organiz[ing]” third-party content, which 

Section 230 itself establishes is protected publisher activity. See 47 U.S.C. 

230(f)(4). 

B. As the district court also correctly recognized, Plaintiffs similarly 

cannot circumvent Section 230 by contending that Apple facilitated the de-

velopers’ wrongdoing by allegedly sharing data with developers. Plaintiffs’ 

claims are not limited to any harm allegedly caused by sharing;  instead, 

they seek to recover all the money they spent within certain apps, regard-

less of whether caused by sharing of any data. Moreover, the only allega-

tions related to data sharing are that the developers used the same neutral 

and non-tortious tools that are available to all developers with apps on the 

App Store platform. Providing such neutral and non-tortious tools does not 

make a platform liable for the underlying content. See, e.g., Klayman v. 

Zuckerberg, 753 F.3d 1354, 1358 (D.C. Cir. 2014). Rather, the third-party 

games remain third-party content, and Apple cannot be held liable for host-

ing them on the App Store platform without blocking or removing them.  
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C. Finally, the district court erred in concluding that Apple may be 

held liable because users purchase virtual chips inside third-party apps us-

ing Apple’s commerce engine. Section 230 forecloses that iteration of Plain-

tiffs’ claims as squarely as the others because Apple’s alleged liability de-

pends on the content of the apps. Liability would not exist if the content of 

the apps were different. Apple is therefore immune. 

 1. Plaintiffs do not contend that it is independently unlawful for Ap-

ple to effectuate in-app transactions, including transactions in which con-

sumers pay developers real money for virtual currency. Apple’s in-app pur-

chase mechanism is a neutral, non-tortious tool of the kind that this Court 

has repeatedly held does not make a platform responsible for third-party 

content. See, e.g., Perfect 10, 488 F.3d at 1118.    

Plaintiffs assert that the otherwise lawful act of facilitating an in-app 

transaction becomes unlawful if a consumer purchases virtual currency (or 

“chips”) that a player is “substantially certain” to later use inside an app to 

pay for “spins” of virtual “slots.” ER-64; ER-79. But that is a duty that “de-

pend[s] on [] third party’s content, without which no liability could have ex-

isted.” Lemmon, 995 F.3d at 1094. The nature of the app, game, and in-app 

currency are all third-party content. If the app offered different games, or 

the currency were used differently, then Apple would face no liability. Ap-

ple’s liability thus inextricably depends on third-party content. 
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Indeed, the virtual chips are themselves third-party content. They are 

purely digital and have no utility outside the third-party apps. They are no 

more real than the virtual ghosts in a game of Pac-Man. Apple cannot be 

held liable merely for processing the payment for that in-app content, as 

other courts have recognized on materially identical facts. See, e.g., Coffee 

v. Google LLC, 2022 WL 94986, at *6 (N.D. Cal. Jan. 10, 2022).  

2. To overcome that clear barrier, Plaintiffs have sought to analogize 

this case to HomeAway, in which this Court held that operators of websites 

for rental properties were not exempt from a city ordinance that prohibited 

renting certain units. But that case is fundamentally different. The website 

operators in HomeAway had a duty that was independent of hosted content 

(to refrain from booking certain real-world rental units). They also could 

comply without monitoring any hosted content: they could simply look at 

the rental transaction itself to find the location of the listing, and then cross-

reference the location to an off-platform city registry.   

Unlike in HomeAway, the duty that Plaintiffs seek to impose on Apple 

depends on third-party content. The duty is to forbear from processing an 

in-app payment only if the payment is for certain in-app content that is al-

legedly illegal: Liability would attach if, but only if, the developer has cre-

ated a casino-style app that enables users to use virtual “chips” to play vir-

tual spins of virtual slots. If the developer changed the content so that the 
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games were different or the players could only purchase something else 

(say, an avatar), there would be no liability. The duty therefore depends on 

content and thus the claim treats Apple as the publisher. 

Moreover, to avoid liability, Apple would need to monitor third-party 

content and to block or remove content that is potentially objectionable. Be-

cause Apple operates a general-purpose app platform, Apple would need to 

monitor the content of each app, every game offered in any gaming app, and 

track users’ behavior at all times inside the app, to determine what in-app 

content is offered for that in-app currency. And because the games are al-

legedly illegal only in some States, Apple would need to monitor where each 

user is located at all times they are using each app. So the duty to monitor 

would be mandatory and pervasive, giving rise to grave privacy problems. 

Even worse, Plaintiffs’ theory about processing transactions cannot be 

limited to gambling. Rather, it would extend to any use of virtual currency, 

which is commonplace in game apps—and more broadly to any allegedly 

unlawful digital content that a user has paid for using Apple’s in-app pur-

chase mechanism. Monitoring all of that content, at all times, to ensure 

compliance with every state and local law, would be incredibly burdensome 

and intrusive—exactly what Section 230 prohibits.  

3. Allowing this case to proceed would flout Congress’s stated pur-

poses in enacting Section 230. The Complaint seeks to use Apple’s efforts to 
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protect users from dangerous apps—including Apple’s review of apps and 

its identification of some games (including those at issue) as appropriate 

only for an adult audience—as a basis for holding Apple liable for failing to 

block or remove these apps. But a primary purpose of Section 230 is to pro-

tect platforms from such a “monitor’s dilemma,” which can create perverse 

incentives to be unduly restrictive (making the platform less vibrant) or to 

weaken or even abandon monitoring efforts (making the platform less safe).  

Section 230 gives platforms breathing room to set their own standards 

for monitoring content, subject only to narrow exceptions for certain content 

(like child sexual abuse material) that Congress found to be particularly 

problematic. Congress fostered a vibrant competitive landscape where plat-

forms compete, among other things, on their approaches to monitoring all 

other digital content, including video games. Plaintiffs’ one-size-fits-all ap-

proach to monitoring—requiring pervasive monitoring of every user’s con-

duct and location at all times—would subvert those congressional judg-

ments. It would expose app platforms to potentially sweeping litigation 

risk, for all manner of allegedly illegal in-app content, creating a powerful 

incentive to undermine the vibrancy of the platform by curtailing the avail-

ability of third-party apps. 

4. The district court’s decision that Section 230 does not bar Plain-

tiffs’ claims rested on Plaintiffs’ post hoc argument that Apple is a “bookie” 
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in the alleged transaction, and the court’s corollary conclusion that Plain-

tiffs seek to hold Apple liable for its “own bad acts.” ER-35. But the Com-

plaint does not actually allege that Apple is a “bookie,” and the well-pleaded 

factual allegations establish that Apple is not. The developer creates the 

games, sets the odds, takes the bets, and rewards the winner (or not) with 

virtual currency. By contrast, there is no risk, chance, or booking of bets in 

the transaction Apple facilitates with its commerce engine. Consumers get 

exactly what they pay for: virtual currency. Apple’s role in facilitating that 

lawful transaction thus cannot be used to bootstrap liability for a distinct 

in-app transaction that is allegedly illegal but in which Apple plays no role. 

ARGUMENT 

Section 230 forecloses Plaintiffs’ claims against Apple because they 
treat Apple as the publisher of third-party apps on the App Store 

Section 230 forecloses all of Plaintiffs’ claims against Apple because the 

Complaint seeks to hold Apple liable for third-party content hosted on the 

App Store. To avoid dismissal, Plaintiffs attempted to separate their alle-

gations into three categories—“promotion,” “data sharing,” and “payment 

processing”—hoping one would stick. But each is an impermissible attempt 

to circumvent Section 230. At its core, each set of allegations still treats Ap-

ple as the publisher of third-party content on the App Store platform. The 

district court correctly recognized that the first two—promotion and data 

sharing—are foreclosed under Section 230, but erred in failing to recognize 



 

25 

that the third is too. When properly analyzed under the statutory text and 

this Court’s precedents, every cause of action against Apple must be dis-

missed. 

I. Section 230 prevents platforms from being held liable for 
third-party content 

This Court applies a three-part test for determining whether Section 

230 immunity applies. See Barnes, 570 F.3d at 1100-01. First, the defend-

ant must use or operate “an interactive computer service.” Id. Second, the 

claim must “treat[]” the defendant “as the publisher or speaker” of the con-

tent. Id. A claim treats a defendant as the publisher if it would force the 

platform “to remove any user content or otherwise affect how it publishes 

or monitors such content.”  Doe v. Internet Brands, Inc., 824 F.3d 846, 851 

(9th Cir. 2016). If a plaintiff’s claim “depend[s] on a third party’s content, 

without which no liability could have existed,” then the claim treats the 

platform as the publisher of that content. Lemmon, 995 F.3d at 1094 (citing 

Dyroff, 934 F.3d at 1096)). Third, that content must be “creat[ed]” or “de-

velop[ed]” by “another information content provider.” Barnes, 570 F.3d at 

1101 & n.6. An “information content provider” is an entity “that is respon-

sible, in whole or in part, for the creation or development of information.” 

47 U.S.C. 230(f)(3). And an entity “creat[es] or develop[s]” content “by mak-

ing a material contribution to [its] creation or development.” Kimzey, 836 

F.3d at 1269; see Roommates, 521 F.3d at 1167-68. 
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“There is no dispute that prongs one and three” of the Barnes test “are 

satisfied.” ER-11. Courts have consistently held that the App Store is an 

“interactive computer service.” E.g., Free Kick Master LLC v. Apple Inc., 140 

F. Supp. 3d 975, 980-81, 983 (N.D. Cal. 2015). And the Complaint alleges 

that third-party developers (“social casino companies”) created the apps. 

E.g., ER-144 (¶ 2). Moreover, although Congress has enacted several excep-

tions to Section 230(c)(1), including for federal criminal prosecutions and for 

conduct involving certain child sexual abuse materials, see 47 U.S.C. 

230(e)(1) and (5), no exceptions exists for state anti-gambling laws.  

Therefore, the only question before this Court is whether Plaintiffs’ 

claims would treat Apple as the publisher of the third-party apps on the 

App Store platform that allegedly include illegal content. 

This Court has found that a claim treats a platform as a publisher if 

the alleged liability “derives from [the platform’s] status or conduct as a 

‘publisher or speaker.’” Barnes, 570 F.3d at 1102. That includes any claims 

arising from traditional publishing functions, such as “reviewing, editing, 

and deciding whether to publish or to withdraw from publication third-

party content.” Id. “[A]ny activity that can be boiled down to deciding 

whether to exclude material that third parties seek to post online is perforce 

immune under section 230.” Roommates, 521 F.3d at 1170-71. 
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Another way this Court determines whether a plaintiff’s claim treats 

a platform as the publisher is to look to what the “underlying legal duty” at 

issue “actually requires: specifically, whether the duty would necessarily 

require an internet company to monitor third-party content.” HomeAway, 

918 F.3d at 682. Imposing such a duty to monitor effectively holds the plat-

form liable for failing to block or remove content, and thus would treat the 

platform as the publisher. See id. 

This Court has held that a plaintiff cannot “plead around Section 230” 

by pointing to neutral and non-tortious “features and functions” of a plat-

form “meant to facilitate the communication and content of others.” Dyroff, 

934 F.3d at 1098. For example, a platform does not become liable for alleg-

edly tortious third-party content by “allow[ing] consumers to use credit 

cards or checks to pay for subscriptions” to access that content. Perfect 10, 

488 F.3d. at 1108, 1119. Similarly, a platform does not become liable for 

third-party content by using algorithmic recommendations, see Dyroff, 934 

F.3d at 1098, or data collection, “to direct users to” that content, see Fed. 

Agency of News LLC v. Facebook, Inc., 432 F. Supp. 3d 1107, 1118 (N.D. 

Cal. 2020). The use of such neutral and non-tortious tools for facilitating 

third-party communications does not make the platform responsible for the 

content itself. See Dyroff, 934 F.3d at 1097. It remains third-party content, 
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for which the platform is immune. And neutral non-tortious tools are them-

selves, by definition, not tortious. 

Conversely, Section 230 does not apply when liability arises from the 

platform’s “own conduct” that is itself tortious, independent of underlying 

third-party content. Dyroff, 934 F.3d at 1099. For example, in Lemmon, par-

ents of deceased teenagers brought claims against Snap, Inc., alleging that 

“negligent design” of its own app—Snap’s “speed filter” that enabled users 

to record their real-life speed—caused their sons’ deaths by inducing them 

to “drive at dangerous speeds.” 995 F.3d at 1087-88. This Court held that 

the plaintiffs’ claims did not treat Snap as the publisher or speaker of third-

party content, because the app’s design (Snap’s filter) was itself allegedly 

tortious. Id. at 1092. That duty “ha[d] nothing to do with,” and was “fully 

independent of,” the platform’s role in “editing, monitoring, or removing” 

user-generated content. Id. at 1092-93; see also, e.g., Roommates, 521 F.3d 

at 1166 (holding that Section 230 did not immunize a platform for designing 

an interface that prompted users to engage in housing discrimination). 

This Court rejects “creative pleading” that attempts to “circumvent 

[Section 230’s] protections.” Kimzey, 836 F.3d at 1265-66. Where, after dis-

tilling the claims, plaintiffs “advance the same basic argument that the 

statute plainly bars: that [the defendant] published user-generated speech 

that was harmful to [the plaintiffs],” the claim is foreclosed. Id. “[T]here will 
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always be close cases where a clever lawyer could argue that something the 

website operator did encouraged the illegality.” Roommates, 521 F.3d at 

1174 (emphasis in original). Such efforts fail where “the plaintiff’s claims, 

at bottom, depend[] on a third party’s content, without which no liability 

could have existed.” Lemmon, 995 F.3d at 1094; see also Barnes, 570 F.3d 

at 1102.  

II. Plaintiffs’ claims against Apple fail because they would hold 
Apple liable for third-party content on the App Store 

Section 230 forecloses all of Plaintiffs’ claims against Apple because 

they seek to treat Apple as the publisher of third-party apps. The bulk of 

the Complaint alleges that the apps include games that amount to illegal 

gambling in 16 States, and that Apple is liable for the “losses” Plaintiffs 

allegedly incurred (that is, the real money they spent on virtual chips they 

used to play these games) because those games are hosted on the App Store. 

See ER-160-61 (¶¶ 103-08) (“Players Are Harmed By the Illegal Slots 

Hosted by Defendant.”). The Complaint repeatedly alleges that Apple 

“host[s],” “distribut[es],” and “operat[es]” the third-party apps. E.g., ER-146; 

ER-148 (¶¶ 8, 16, 18). It also alleges that Apple “did not remove social casi-

nos from [its] offerings” but instead “continue[s] to offer” them. ER-159 

(¶ 98). 

Because the only substantive issue decided in this litigation has been 

the applicability of Section 230, Plaintiffs’ contention that simulated slot 
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games are illegal has never been tested or resolved.4 But even if Plaintiffs’ 

allegations of unlawful activity were well-founded, those allegations fall 

into the heartland of Section 230 and Plaintiffs’ claims against Apple are 

therefore precluded. They treat Apple as a publisher of third-party content 

by seeking to hold Apple liable for failing to block or remove that content 

from its platform. 

Indeed, in response to Apple’s motion to dismiss, Plaintiffs abandoned 

their claims for “hosting” the apps. See ER-57 (“[Plaintiffs] do not seek to 

hold the Platforms liable for … hosting social casino apps.”). Plaintiffs thus 

filed a Complaint based on “hosting,” but dropped the centerpiece of that 

Complaint because Section 230 plainly forecloses it.  

Plaintiffs are now seeking to use “creative pleading” (or, even more im-

permissibly, lawyer arguments that go beyond the allegations in the Com-

plaint) to rewrite their complaint and “circumvent” Section 230. Kimzey, 

836 F.3d at 1265-66. Yet Plaintiffs’ allegations of conduct by Apple—of “pro-

motion,” “data sharing,” and “payment processing”—would still treat Apple 

as the publisher of the third-party games, because none of that conduct is 

                                      
4 Moreover, even if the games could be considered illegal, Apple could not 
be held secondarily liable for them. See Twitter, Inc. v. Taamneh, 143 S. Ct. 
1206, 1227 (2023); see also n.10, infra. In the unlikely event that Section 
230 does not foreclose all of Plaintiffs’ claims, unresolved issues of primary 
and secondary liability would provide independent bases for dismissal on 
the pleadings. 
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independently tortious. Each step of the way, Apple’s alleged liability de-

pends on the content of third-party apps. 

Plaintiffs’ briefing below made this point clear. They recognized that 

Apple’s “various payment-processing, app-promotion, data-collection, user-

targeting, [or] marketing tools” are not independently tortious. ER-79. Ra-

ther, they argued that those tools “become unlawful when used to book ille-

gal gambling transactions and to unfairly target vulnerable consumers.” Id. 

(emphasis added). As the phrase “become[s] unlawful” indicates, Plaintiffs’ 

entire Complaint “depend[s] on a third party’s content, without which no 

liability could have existed.” Lemmon, 995 F.3d at 1094 (citing Dyroff, 934 

F.3d at 1096)). It is the third-party developer (not Apple) that allegedly 

“used” the platform to “book[] illegal gambling transactions” and “unfairly 

target[] vulnerable consumers.” ER-79. Plaintiffs’ claims of liability thus all 

boil down to a contention that developers created illegal content that is 

available on the App Store without having been blocked or removed. Apple 

is thus “perforce immune.” Roommates, 521 F.3d at 1170-71. 

A. Plaintiffs cannot circumvent Section 230 by alleging that 
Apple promoted third-party apps on the App Store 

Plaintiffs first attempt to plead around Section 230 by making a con-

clusory allegation that Apple “promot[ed]” the third-party apps. See, e.g., 

ER-148 (¶ 16) (alleging that Apple “illegally … promote[s]” the apps). Be-
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yond alleging that Apple “categorizes” these apps and “selects apps to fea-

ture on the App Store” (ER-157; ER-158 (¶¶ 84, 88))—paradigmatic “pub-

lisher” activities—Plaintiffs’ Complaint against Apple contains no specific 

allegations of “promotion.” Plaintiffs may not rely on allegations it has as-

serted against the other platforms to salvage its claims as to Apple.  The 

district court correctly dismissed the “promotion” theory (ER-34), which 

fails for at least three reasons. 

First, although the Complaint alleges that Apple selects apps to “fea-

ture” (ER-158 (¶ 88)), the Complaint fails to allege that Apple actually fea-

tured any of the apps at issue. Compare (ER-158 (¶ 88)), with Master Class 

Action at ¶ 80, In re: Facebook Simulated Casino-Style Games Litig., No. 

21-cv-02777 (N.D. Cal. Nov. 22, 2021), ECF No. 80 (“Facebook sends tar-

geted ads offering in-game rewards to users who invite their Facebook 

friends to also play the Illegal Slots.”). And the allegation that Apple cate-

gorizes these apps together (and indicated that they were “not appropriate 

for minors”) (ER-157 (¶ 85)), does not plausibly suggest that Apple “pro-

moted” them. Compare (ER-157 (¶ 85)), with Master Class Action Compl. 

at ¶ 86, In re Google Play Store Simulated Casino-Style Games Litig., No. 

21-md-03001 (N.D. Cal. Nov. 22, 2021), ECF No. 52  (“Google [] runs pro-

motional activities (such as offering coupons, credits, and/or other promo-
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tional incentives) for in-app transactions through Google Play.”).  If any-

thing, it suggests that Apple discouraged certain users from downloading 

those apps. The Complaint thus does not plausibly suggest that Apple “pro-

moted” these apps. 

Second, the Complaint lacks allegations to establish the necessary 

causal link between any “promotion,” “featuring,” or “categorization” and 

Plaintiffs’ causes of action, alleged losses, or requested relief. The Com-

plaint includes 29 paragraphs devoted to the Plaintiffs. ER-161-69 (¶¶ 109-

38). But none allege that any Plaintiff viewed any promotion, featuring, or 

categorization by Apple, and much less that Apple’s featuring or categoriz-

ing these apps caused them to download the app, play virtual slots (rather 

than other games), buy virtual chips (rather than waiting and acquiring 

them for free), and then use them on spins while located in one of the 16 

States in which that is allegedly illegal (rather than in one of the 34 States 

in which it is undisputed they are lawful). Rather, those paragraphs allege 

that each Plaintiff spent money to play third-party games “through the Ap-

ple App Store.” Id. The causes of action thus are for hosting the apps, not 

for promoting them. 

The class allegations and demand for relief reinforce the point. Plain-

tiffs seek to represent all users in 16 States who “lost money to any Illegal 

Slots through the Apple platform,” without limitation to losses caused by 
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any alleged promotion. ER-169-71 (¶¶ 139(a) to 139(q)). As a remedy, Plain-

tiffs seek to recover the full amount of real money they allegedly spent play-

ing these games, not merely spending caused by alleged promotion. ER-223 

(¶¶ (d), (e)). Plaintiffs’ conclusory allegations of “promotion” thus are a fig 

leaf. Plaintiffs actually seek to hold Apple liable for the alleged harm arising 

from hosting third-party content, so Section 230 forecloses the claims.  

Third, as the district court correctly determined (ER-34), any allega-

tions of promotion are materially identical to allegations this Court rejected 

in Dyroff. In that case, the defendant ran an online messaging board. 934 

F.3d at 1094. One user posted about buying heroin and another responded. 

Id. at 1095. The two met up, and the user died because the heroin he pur-

chased was laced with fentanyl. Id. The user’s mother sued the platform, 

alleging that it was liable because it “used features and functions, including 

algorithms, to analyze user posts ... and recommended other user groups.” 

Id. at 1098. This Court concluded that Section 230 applied because “recom-

mending user groups and sending email notifications … was acting as a 

publisher of others’ content.” Id.  

The Court explained in Dyroff that the plaintiff could not “plead 

around Section 230” by pointing to the platform’s “features and functions,” 

because those features—“recommendations and notifications”—were neu-

tral, non-tortious “tools meant to facilitate the communication and content 
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of others.” Id. Those features did not materially contribute to the illegal con-

tent; they “amounted to content-neutral functions that did not create a risk 

of harm.” Id. at 1100; see also Kimzey, 836 F.3d at 1270 (A platform “does 

not create or develop content when it merely provides a neutral means by 

which third parties can post information of their own independent choosing 

online.”).5 

Section 230 similarly bars liability grounded in the allegations of “pro-

motion” here. “Featuring” or “categorizing” apps on the App Store does not 

“materially contribut[e]” to their illegality. Roommates, 521 F.3d at 

1167-68. The apps remain unchanged. Rather, featuring or categorizing 

third-party content merely “facilitate[s] the communication and content of 

others.” Dyroff, 934 F.3d at 1098.  

Indeed, “featuring” and “categorizing” is critical to publishing third-

party content on a platform, because any provider that hosts content must 

                                      
5 The district court also relied on Gonzalez v. Google LLC, which followed 
Dyroff to hold that a platform does not become responsible for third-party 
content by making recommendations generated by neutral algorithms. 2 
F.4th 871, 893 (9th Cir. 2021). The Supreme Court granted certiorari and 
vacated Gonzalez on other grounds. 143 S. Ct. 1191, 1192 (2023). This 
Court’s prior opinion is no longer binding. Spears v. Stewart, 283 F.3d 992, 
1017 n.16 (9th Cir. 2001). But that does not alter the analysis of the promo-
tion point because Dyroff already established that such promotion does not 
make a platform liable for third-party content.  
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display and order it so users can find it. For example, the editors of a news-

paper must decide which articles to put on which page, in which sections of 

the paper, and in what priority. See, e.g., Suzanne Daley, Making the Front 

Page: How All the News Fits in Print, N.Y. Times (Dec. 23, 2019).6 Whether 

described as “promoting,” “featuring,” or “categorizing” the content, those 

are aspects of the editorial function. And it is well-settled that “lawsuits 

seeking to hold a service provider liable for its exercise of a publisher’s tra-

ditional editorial functions … are barred.” Zeran v. Am. Online, Inc., 129 

F.3d 327, 330 (4th Cir. 1997). 

The broader statutory context confirms the point. Congress defined 

“interactive computer service” to mean “any information service, system, or 

access software provider that provides or enables computer access by mul-

tiple users to a computer server.” 47 U.S.C. 230(f)(2). And Congress defined 

“access software provider” to mean the provider of “tools” that, among other 

things, “filter, screen,” “pick, choose,” “display,” “subset,” “organize [or] re-

organize” content. 47 U.S.C. 230(f)(4).  

“Featuring” or “categorizing” third-party apps involves “filter[ing],” 

“pick[ing],” “choos[ing],” “display[ing],” “organiz[ing],” “reorganiz[ing],” and 

                                      
6 https://www.nytimes.com/2019/12/23/reader-center/front-page-head-
lines.html.  
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“subset[ting]” that content. Those acts qualify a service as providing an “in-

teractive computer service.” Those same acts are not fairly understood to 

simultaneously eliminate the very statutory protection that has just been 

granted. “Congress does not … take away with one hand what [it] has given 

… with the other.” Atl. Marine Constr. Co. v. U.S. Dist. Ct., 571 U.S. 49, 57 

(2013). The Complaint’s allegations of “promotion” thus would treat Apple 

as the publisher of third-party content, and therefore are foreclosed.  

B. Plaintiffs cannot circumvent Section 230 by alleging that 
Apple shared data with developers of third-party apps 

The district court also correctly held (ER-36) that Plaintiffs cannot 

plead around Section 230 by alleging that Apple is involved in the develop-

ers’ business strategies by providing developers “valuable data and insight 

about their players,” which allegedly enables developers to target so-called 

“whales” (ER-146; ER-153; ER-158-59 (¶¶ 8, 73, 91)).  

As the district court explained, the Complaint does not allege that Ap-

ple’s neutral and generally-available tools through which developers may 

obtain user data are themselves tortious. ER-36. Rather, Plaintiffs’ (un-

pleaded) theory is that those tools “become unlawful when used … to un-

fairly target vulnerable consumers.” ER-79 (emphasis added). But it is 

third-party developers that “use[]” those tools to target particular consum-

ers. And Apple could not determine whether its otherwise lawful tools have 
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“become unlawful” without monitoring how developers have used them, in-

cluding what developers are doing to “target and exploit high-spending us-

ers, or ‘whales.’” ER-159 (¶ 92). That theory thus “would necessarily require 

[Apple] to monitor third-party content,” and thus to block or remove poten-

tially objectionable content. HomeAway, 918 F.3d at 682; see also pp.49-52, 

infra. Accordingly, Section 230 bars that theory of liability as well. 

Other courts have barred analogous efforts to circumvent Section 230. 

For example, in Klayman v. Zuckerberg, 753 F.3d 1354, 1355 (D.C. Cir. 

2014), the D.C. Circuit held that Facebook did not become potentially liable 

for an allegedly tortious third-party Facebook page by “collect[ing] data on 

its users and their activities, which it employ[ed] to make its advertising 

more profitable.” Id. at 1358. “Even if true,” the court explained, those alle-

gations were “irrelevant” to the plaintiffs’ “theories of liability” because “Fa-

cebook could only collect such data … after some third party had created 

the pages and their content.” Id. Likewise, in Federal Agency of News LLC 

v. Facebook, Inc., a district court confronted claims that Facebook “utilize[d] 

‘data mining’ ‘to direct users to content in order to generate billions in rev-

enue.’” 432 F. Supp. 3d 1107, 1118 (N.D. Cal. 2020). The court held that 

“data mining” is a “tool[] meant to facilitate the communication and content 

of others,” “not content in and of” itself. Id. (citation omitted); see also A.B. 

v. Facebook, Inc., 2021 WL 2791618, at *3 (C.D. Cal. June 1, 2021) (similar). 
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The data-sharing allegations here are even more clearly insufficient. 

As in Klayman, Plaintiffs’ allegations regarding Apple’s data sharing are 

“irrelevant” to their causes of action. 753 F.3d at 1358. Plaintiffs seek to 

hold Apple liable for all the money they spent playing these games, not just 

sales that were somehow caused by the alleged data sharing. See p.33, su-

pra. Plaintiffs also do not allege that the data “helped create and develop 

the application itself.” ER-36. Rather, Apple “could only collect such data … 

after some third party had created the [apps] and their content.” Klayman, 

753 F.3d at 1358. And whereas in Federal Agency the platform allegedly 

used the data for its own promotion, the Complaint alleges that developers 

used the data for their promotion. Third-party promotion is third-party con-

tent and Apple is not liable for it.  

Section 230 thus forecloses Plaintiffs’ data-sharing theory because, at 

bottom, it seeks to hold Apple liable for third-party content.  

C. Plaintiffs cannot circumvent Section 230 by alleging that 
Apple processed transactions for virtual currency sold by 
developers within third-party apps 

Finally, Plaintiffs cannot plead around Section 230 and hold Apple li-

able for the money they spent playing these games by alleging that they 

used Apple’s in-app purchase mechanism to buy virtual “chips” from devel-

opers within the third-party apps. ER-152; ER-155 (¶¶ 63, 76). In fact, the 

district court should not even have treated the payment-processing theory 
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as a stand-alone basis for liability. See Google’s Principal Br. at 21-25. None 

of Plaintiffs’ causes of action is predicated on payment processing standing 

alone; they all depend on hosting as well. E.g., ER-174 (¶ 151) (“hosting and 

facilitating’”); ER-178; ER-182 (¶¶ 185, 212) (“offers and distributes” apps 

“and facilitates all in-app purchases”). Regardless, because the apps are 

content, the games are content, and the virtual chips are themselves in-app 

content, the alleged illegality “depend[s] on a third party’s content, without 

which no liability could have existed.” Lemmon, 995 F.3d at 1094. The dis-

trict court thus erred in declining to dismiss the entire Complaint. 

1. Plaintiffs’ payment-processing claims depend on third-
party content 

a. At the outset, it is undisputed that Apple’s in-app purchase mech-

anism is not independently tortious. Plaintiffs admit that it is lawful for 

Apple to effectuate transactions in virtual currency and to charge a com-

mission: “Plaintiffs neither take issue with the Platforms’ universal 30% 

cut, nor the Platforms’ virtual currency sale.” ER-35. Apple’s in-app pur-

chase mechanism is thus the kind of neutral, non-tortious tool that does not 

make a platform responsible for third-party content. See, e.g., Dyroff, 934 

F.3d at 1098; Perfect 10, 488 F.3d at 1118. 

In opposing Apple’s motion to dismiss, Plaintiffs instead asserted that 

Apple’s in-app purchase mechanism “become[s] unlawful when used to 
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book illegal gambling transactions.” ER-79. But developers (not Apple) al-

legedly “book [the] illegal gambling transactions” within third-party apps. 

Accordingly, Apple’s alleged liability depends on third-party content: the 

contents of the developer’s app. So that theory treats Apple as the publisher 

as well, and Section 230 therefore bars it.  

The Complaint describes two distinct transactions—but Apple is alleg-

edly involved only in one of them. First, within an app, users “navigate to 

an electronic store” and “purchase chip packages” from the developer using 

real money. ER-152 (¶ 62). The Complaint alleges that “Apple operates as 

the payment processor for all in-app purchases of virtual chips in the Illegal 

Slots” ER-152 (¶ 63), and takes its standard commission. Second, the Com-

plaint alleges that, after acquiring virtual chips (through Apple’s commerce 

engine or simply by waiting and obtaining them from the developer for 

free), consumers can use them within the app to exchange virtual chips for 

virtual spins. ER-152 (¶ 65).  

Only the second transaction is allegedly illegal: The Complaint alleges 

that it constitutes unlawful “gambling” in 16 States to exchange virtual 

chips for virtual spins of virtual slots. See, e.g., ER-147; ER-155 (¶¶ 12, 78). 

The Complaint invokes statutes that Plaintiffs allege provide a cause of ac-

tion to recover gambling “losses” from the “winner,” see, e.g., Conn. Gen. 

Stat. Ann. § 52-554, as well as unjust enrichment counts and a RICO claim 
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predicated on the same allegedly illegal gambling (ER-216-23 (¶¶ 482-

521)). 

But the Complaint does not allege that Apple participates in that sec-

ond transaction. Apple does not create the apps or the games within them, 

book bets, determine odds, convert chips into bets, pay “winners,” or par-

take in any such activities that are allegedly illegal. The alleged gambling 

transaction occurs between the user and the developer “[w]ithin the Illegal 

Slots,” i.e., as content within the third-party app. ER-151 (Compl ¶ 60). For 

example, the Complaint alleges players “place wagers (using virtual chips)” 

inside an app, “press a button to ‘spin’ the slot” inside the app, and that 

“[t]here is no skill involved in the slot machine games offered at the Illegal 

Slots,” that is, inside the app. ER-151 (¶ 59). And it alleges that “[d]evelop-

ers,” not Apple, “code[] into the … apps … the payout for each possible game 

event,” that is, “they determine how many chips players receive for various 

spin outcomes.” ER-153 (¶ 68).  

Apple’s alleged role is limited to processing only the first transaction, 

in which a user purchases virtual currency from the developer. There is no 

element of chance: Users get exactly what they pay for, namely, a stated 

number of virtual chips for a listed price. Moreover, Apple does not even sell 

the chips. Developers “sell ‘in-game’ items.” ER-144 (¶ 2, n.2); see also ER-

145 (¶ 3, fig. 2) (illustrating an in-app interface for purchasing virtual chips 
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from a developer). The license agreement provides that developers “are re-

sponsible for hosting and delivering content … sold by [the developer] using 

the In-App Purchase API.” ER-86. And the developer, not Apple, deter-

mines what a user can do inside an app with any in-app content, including 

virtual currency.  

Indeed, the virtual currency is itself in-app content. Plaintiffs allege 

that they purchased “virtual coins or tokens” that “cannot be used outside 

of any individual Illegal Slots app” and cannot be exchanged or redeemed 

for real money. ER-152 (¶ 65) (emphasis added). The chips themselves are 

thus “information provided by another information content provider.” 47 

U.S.C. 230(c)(1). And they can only be used to “obtain additional entertain-

ment and extend gameplay.” ER-179-80 (¶ 195).7 The developer provides 

the chips (content) solely within an app, indicating how many “spins” a user 

can play of a game (content) in an app (content). ER-152 (¶ 65). They are no 

more real than the ghosts in a game of Pac-Man, the weapons in a game of 

Call of Duty, or the coins in a game of Mario Brothers.  

                                      
7 Apple does not allow use of its in-app purchase mechanism for purchase 
of “goods or services that will be consumed outside the app.” ER-121 
(§ 3.1.3(e)); compare ER-119 (§ 3.1.1 (developers must use in-app purchase 
to “unlock features or functionality within [their] app”)). 
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Plaintiffs’ claims against Apple thus inextricably depend on third-

party content: the asserted duty to forbear from processing transactions de-

pends on the content of the app, the games within it, and the developer’s 

choices about how in-app currency can be used. 

A recent district court decision dismissing similar claims under Section 

230 is instructive. Coffee v. Google, No. 20-cv-3901-BLF, 2022 WL 94986 

(N.D. Cal. Jan. 10, 2022). There, plaintiffs sought to hold Google liable for 

apps on its Play Store—an analogue to Apple’s App Store—in which users 

could purchase virtual currency to later use within the app to purchase 

“Loot Boxes.” Id. at *1-2. A loot box “offers the player a randomized chance 

to receive an item designed to enhance the gaming experience, such as a 

better weapon, faster car,” and “[t]he player does not know what specific 

item any given Loot Box contains at the time of purchase.” Id. at *1. The 

plaintiffs alleged that Google processed the payment for virtual currency, 

and that Loot Boxes are illegal gambling devices. But the plaintiffs did not 

allege that Google had “any involvement in the second part of th[e] two-step 

transaction, the purchase of the Loot Box with virtual currency.” Id. at *2. 

The district court in Coffee concluded that Section 230 barred the 

claims because Google’s “conduct in processing sales of virtual currency” 

was “not alleged to be illegal.” Id. at *6. To the contrary, the complaint al-

leged that “[v]irtual currency is a type of unregulated digital currency that 
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is only available in electronic form.” Id. Moreover, Google did not even sell 

the Loot Boxes. Accordingly, even if selling them were illegal, “such illegal-

ity is committed by the developer who sells the Loot Box for virtual cur-

rency, not by Google.” Id. Accordingly, the plaintiffs’ efforts to impose liabil-

ity on Google for “process[ing] lawful transactions for virtual currency 

where such currency could be used to buy Loot Boxes in third-party apps 

downloaded from the Play Store” were “grounded entirely in the content” of 

the third-party apps. Id. Section 230 therefore foreclosed the claims.8 

Courts have relied on the distinction between processing payments for 

virtual chips and a player’s later use of those chips for alleged gambling to 

reject similar claims against payment processors—even without regard to 

Section 230 and when the gambling payouts were real money. See, e.g., In 

re Mastercard Int’l, Inc., Internet Gambling Litig., 313 F.3d 257 (5th Cir. 

                                      
8 The district court in Coffee distinguished an unpublished order entered in 
Taylor v. Apple, Inc., No. 20-cv-03906-RS, 2021 WL 11559513 (N.D. Cal. 
Mar. 19, 2021), in which the plaintiffs alleged that Apple itself sold the al-
legedly illegal gaming devices. Id. at *4. As in Coffee, there is no such alle-
gation here. The Taylor court ultimately dismissed the claims on the mer-
its, holding that the users got “exactly what [they] paid for—virtual cur-
rency.” 2022 WL 35601, at *2 (N.D. Cal. Jan. 4, 2022). In any event, Section 
230 is properly understood to foreclose the claims in Taylor, because the 
duty alleged depends on “third-party[] content, without which no liability 
could have existed,” Lemmon, 995 F.3d at 1094, namely, the loot box that is 
itself in-app content.  
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2002); Reuter v. MasterCard Int’l, Inc., 397 Ill. App. 3d 915 (2010). For ex-

ample, in Mastercard, the plaintiffs sued credit card companies, seeking to 

hold them liable for “debts they incurred when they used their credit cards 

to purchase ‘chips’” for use in online casinos that provided real payouts and 

were allegedly illegal. 313 F.3d at 259. The district court rejected the effort 

and the Fifth Circuit affirmed, explaining that “the Defendants completed 

their transaction [for virtual chips] with the Plaintiffs before any gambling 

occurred,” as the alleged gambling occurred later, in a distinct transaction 

solely between the player and the casino. Id. at 262. The Fifth Circuit em-

phasized that the plaintiffs “are not victims under the facts of these cases.” 

Id. at 264. “In engaging in this conduct, they got exactly what they bar-

gained for—gambling ‘chips’ with which they could place wagers.” Id. So too 

here.  

As in those cases, Apple does not create the apps, the virtual currency, 

or the games. Nor does it set the odds, book any bets, or provide any pay-

outs. Nor do Plaintiffs allege that Apple even sells the virtual currency. 

ER-144 (¶ 2, n.2). The developer does all of that. Apple merely provides neu-

tral and non-tortious tools for all developers to conduct in-app transactions 

with consumers, including for virtual currency—transactions in which us-

ers get exactly what they pay for. And what they are paying for is itself in-
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app content (virtual chips) to be used to enhance in-app content (“ex-

tend[ing] gameplay” by enabling consumers to play more “spins”). ER-152 

(¶ 64). The duty Plaintiffs would impose thus depends on third-party con-

tent: Apple would not be liable if the apps included different content allow-

ing different uses of in-app currency. As in Coffee, Plaintiffs cannot rely on 

Apple’s in-app purchase mechanism to circumvent Section 230.  

b. Plaintiffs attempt to bridge the gap between Apple’s processing of 

the (lawful) virtual currency transaction and the allegedly illegal transac-

tion inside the app by alleging that “[s]ubstantially all virtual chips are used 

on slot machine spins.” ER-152 (¶ 65). But that merely reinforces that the 

duty Plaintiffs assert “depend[s] on a third party’s content.” Lemmon, 995 

F.3d at 1094. Whether “substantially all” chips are used to buy virtual spins 

(as distinguished from, say, an avatar) depends on third-party content, and 

in particular the developer’s choices in designing the game (and how users 

react inside the app). And as set forth above, the chips are themselves in-

app content. So Plaintiffs’ claims against Apple inevitably seek to hold Ap-

ple liable for third-party content.  

2. HomeAway is inapposite and indeed supports Apple  

Plaintiffs have primarily relied on this Court’s decision in HomeAway. 

E.g., ER-51; ER-52; ER-57; ER-60. But that decision is inapposite and, in-

deed, confirms that Section 230 applies here. 
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As set forth above, a claim treats a platform as a publisher if the duty 

(1) depends on hosted content or (2) would necessarily require the platform 

to monitor hosted content. See p.25, supra. In HomeAway, the duty did nei-

ther. In that case, developers of short-term rental websites contended that 

Section 230 exempted them from a city ordinance that prohibited booking 

short-term rentals that were not “licensed and listed on the City’s registry.” 

918 F.3d at 680. The developers did not argue that the duty depended on 

content. The duty was to “refrain[] from completing any booking transac-

tion” for unlisted properties. Id. Booking a rental is conduct, and that was 

the rental websites’ core business. See id. at 679. 

The rental websites in HomeAway instead argued that Section 230 ex-

empted them because the ordinance required them to “monitor the content 

of a third-party listing and compare it against the City’s short-term rental 

registry.” Id. at 682. This Court disagreed. It explained that the duty did 

not “necessarily require” the rental websites “to monitor third-party con-

tent.” Id. They needed only to monitor “incoming requests to complete a 

booking transaction”—that is, to review their own transactions that were 

“distinct, internal, and nonpublic”—to determine the address of the unit 

they were booking, and then cross-reference that address against the City’s 

(off-platform) registry. Id. Indeed, the website would have remained liable 
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even if the address posted online were changed (or removed), yet the web-

site still booked an unregistered rental. The duty thus depended on the web-

site’s own conduct, not hosted content, so there was no need to monitor 

hosted content. 

By contrast, Plaintiffs’ claims against Apple depend on hosted content 

and compliance would require monitoring hosted content. HomeAway is 

thus inapposite.  

First, Apple’s alleged duty depends on in-app content. It is undisputed 

that processing an in-app purchase is not itself unlawful. The duty alleged 

is instead to refrain from facilitating in-app purchases only for certain con-

tent, namely, in-app currency in the form of “chips” that are substantially 

likely later to be used to play virtual slots that allegedly qualify as gambling 

in some States. See ER-152 (¶ 65). But unlike a brick-and-mortar rental 

unit, in-app currency is itself hosted “information provided by another in-

formation content provider.” 47 U.S.C. 230(c)(1). The second transaction 

thus consists entirely of hosted content: The alleged gambling consists of a 

user of an app (content) playing a game (content) using in-app currency 

(content). Indeed, the in-app currency “cannot be used outside of any indi-

vidual Illegal Slots app.” ER-152 (¶ 65). It can only be used to “extend game-

play” (content) by enabling consumers to play more “spins” (also content). 

ER-152 (¶ 64); see p.43, supra. The duty Plaintiffs are seeking to impose 
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therefore depends on content stacked on top of content on top of content. It 

is turtles all the way down. 

Conversely, if the third-party app had different content, Apple would 

not be liable. For example, if a user purchased virtual chips on one of these 

apps but the developer changed the app such that the games no longer in-

volved betting, or the player could only use the chips in a different way (say, 

to purchase an avatar), then no alleged gambling would occur and there 

would be no illegality. The hosted content itself—and whether a third-party 

has created allegedly illegal content—is thus a necessary element of Plain-

tiffs’ claim against Apple.  

Second, Apple cannot know whether its otherwise lawful processing of 

a transaction has “become unlawful” (ER-79) without monitoring hosted 

content. Unlike the developer of a rental website, Apple runs a general-pur-

pose platform. So Apple would need to look inside each app to determine 

whether it offers games, whether the games resemble casinos, whether they 

include virtual slots, whether a player can exchange virtual currency for 

virtual spins, and even whether “substantially all” such in-app currency 

will be used for that purpose (rather for anything else)—and to block or re-

move the apps or games whenever the user is located in a State where such 

content is allegedly illegal. Accordingly, unlike in HomeAway, Apple would 
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need to “monitor[] such content” to avoid liability. Internet Brands, 824 F.3d 

at 851.  

HomeAway involved online rental websites that merely needed to do 

the same things as offline rental agents: look at the address of the unit and 

perform the same cross-referencing to the city’s registry. By contrast, the 

duty here would require Apple to engage in immense efforts that would 

parallel—but vastly exceed—the duty of a publisher to review the contents 

of each and every publication.  

Apple could only determine whether a particular app includes games 

that resemble gambling by reviewing the content of every single app on the 

platform. And that is just the start. Each of the apps allegedly “contain[s] 

multiple games. For example, the DoubleDown Casino app contains over 

200 total titles: 186 slot titles, 21 card game titles, and 1 bingo title.” ER-151 

(¶ 56). So Apple would need to monitor which of the hundreds of games each 

user is playing, inside dozens of apps, at all times. Moreover, the Complaint 

alleges that playing certain games within those apps is illegal only in 16 

States. See p.11 & n.3, supra. So Apple would need to monitor where each 

user is physically located at the time they are playing those games. See 

ER-160 (¶ 99) (“Apple has not taken steps to limit access to the Illegal Slots, 

such as by geo-restricting games such that they can only be played in cer-

tain states.”).  
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The duty to monitor that Plaintiffs seek to impose also cannot be cab-

ined to so-called “social-casino” apps. Rather, Plaintiffs’ legal theory about 

Section 230 is limitless. Thousands of apps offer virtual currency for myriad 

uses. See ER-119-24. Moreover, if Apple could potentially face liability by 

providing neutral tools for in-app transactions, so long as a person could 

later use that in-app content inside a third-party app in a way that is alleg-

edly illegal in any jurisdiction, then processing any transaction for in-app 

content on any app could potentially expose Apple to legal risk. So Apple 

would need to monitor every user’s location and behavior inside every such 

app at all times. That goes far beyond monitoring. That would be Orwellian.  

This case is thus fundamentally unlike HomeAway. Instead, it is like 

Perfect 10. There, this Court held that a platform does not become liable for 

allegedly tortious third-party content in a case in which the platform “al-

low[ed] consumers to use credit cards or checks to pay for subscriptions” to 

access that content. Perfect 10, 488 F.3d. at 1108, 1119.  As here, the duty 

to forbear from processing payments (for subscriptions) depended on hosted 

content (the content of the hosted images). If the content were to change, 

liability would disappear. So compliance with that duty would require the 

platform to review the hosted content and block or remove content if it is 

potentially objectionable. There, as here, the claim treats the platform as 

the publisher.  
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3. Allowing Plaintiffs’ claims to proceed would undermine 
Congress’s stated purposes in enacting Section 230 

Plaintiffs’ effort to use Apple’s in-app purchase mechanism to circum-

vent Section 230 would also contravene Congress’s stated purposes: “pro-

mot[ing] the continued development of the Internet and other interactive 

computer services”; “preserv[ing] the vibrant and competitive free market 

that presently exists for the Internet” “unfettered by Federal or State regu-

lation”; and “remov[ing] disincentives for the development and utilization 

of blocking and filtering technologies.” 47 U.S.C. 230(b)(1) to (4).9  

In particular, Congress sought to avoid the “monitor’s dilemma.” Be-

fore Section 230, courts had held that platforms were not liable for third-

party content if they never engaged in monitoring, e.g., Cubby, Inc. v. Com-

puServe Inc., 776 F. Supp. 135, 141-43 (S.D.N.Y. 1991), but could become 

liable if they monitored content to remove offensive posts, yet failed to block 

or remove the allegedly tortious content at issue, Stratton Oakmont, Inc. v. 

Prodigy Servs. Co., 1995 WL 323710, at *4-5 (N.Y. Sup. Ct. May 24, 1995). 

Efforts to protect users from offensive content were thus used as a sword to 

hold platforms liable, creating a perverse incentive to (1) weaken or aban-

don monitoring (making platforms less safe); or (2) unduly restrict third-

party content (thus impeding creativity). Either way, the public would lose. 
                                      
9 Section 230’s enacted statement of findings and policy are appropriate 
tools for determining the statute’s breadth. See Holder v. Humanitarian L. 
Project, 561 U.S. 1, 29 (2010).  
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Congress responded by enacting Section 230 to avoid that dilemma and 

thus to protect the broader public interest. See H.R. Rep. No. 104-458, at 

194 (1996) (Conf.  Rep.) (describing it as a “specific purpose[]” of Section 230 

to override Stratton Oakmont). 

If not dismissed, Plaintiffs’ Complaint would put Apple to the very di-

lemma Congress enacted Section 230 to eliminate. Remarkably, the Com-

plaint is open about the point. The Complaint asserts that that, “[p]rior to 

being published in the Apple App Store, developers must submit their app 

for review.” ER-157 (¶ 82). It alleges that apps “may be, and often are, re-

moved at Apple’s discretion.” ER-157 (¶ 82). Yet the Complaint charges that 

Apple “did not remove social casinos from [its] offerings” but instead “con-

tinue[s] to offer” them (ER-159 (¶ 98) (emphasis added)), and that “Apple 

has not taken steps to limit access,” “such as by geo-restricting games such 

that they can only be played in certain states,” which Apple allegedly does 

“regularly” for real-money gambling (ER-160 (¶ 99); see also ER-71). The 

Complaint even faults Apple for taking steps to protect minors (categorizing 

the Apps as “17+, indicating that the games are not appropriate for minors”) 

(ER-157 (¶ 85)), which Plaintiffs contend were insufficient. 

Plaintiffs are thus using Apple’s efforts to maintain the safety of the 

App Store—including efforts to geo-restrict certain content and to protect 
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minors—as a sword to hold Apple liable for third-party content that re-

mains on the App Store. That approach would create a perverse incentive 

for Apple (1) to adopt more restrictive monitoring (thus making the App 

Store less vibrant); or (2) to weaken its monitoring efforts, so that it cannot 

be faulted for excluding only some (but not all) objectionable content. What-

ever choice Apple makes would expose it to yet more litigation.  

Congress also made clear that platforms should have breathing room 

to develop monitoring tools and technologies without facing risk of liability. 

Congress sought to promote the “continued development” of the Internet 

and to preserve a “vibrant and competitive free market” for Internet ser-

vices, “unfettered by Federal or State regulation.” 47 U.S.C. 230(b)(1) and 

(2). The App Store is a prime example of Section 230’s success. The iPhone 

and App Store together revolutionized the Internet, by making millions of 

third-party applications available to users in the palm of their hands. See 

Pepper, 139 S. Ct. at 1519. Apple has invested enormous resources to en-

sure that the App Store is safe and secure, including by reviewing all apps 

and requiring that developers block their own apps in places where their 

own content may be unlawful. See p.51, supra. Apple also competes with 

other platforms (including Google and Meta) in part through their different 

approaches to monitoring. Cf. Epic Games, 67 F.4th at 987 (“[U]sers are free 

to decide which kind of app-transaction platform to use. Users who value 
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security and privacy can select (by purchasing an iPhone) Apple’s closed 

platform.”). As Congress intended, the public is the ultimate beneficiary of 

this competition. 

Plaintiffs are asking the Judiciary to second-guess Apple’s carefully 

crafted system for reviewing apps, and are demanding that all platforms 

adopt a one-size-fits-all approach to monitoring. Under Section 230, how-

ever, it is up to platforms—not plaintiffs—to determine how best to monitor 

third-party content, as platforms are “perforce immune” for failing to block 

or remove content. E.g., Roommates, 521 F.3d at 1171. Plaintiffs’ contrary 

approach, moreover, would involve centralized control, not a free market 

“unfettered by … State regulation.”47 U.S.C. 230(b)(1) and (2).  

Finally, Plaintiffs’ approach would undermine the purpose of promot-

ing the “continued development” of content and to preserve a “vibrant and 

competitive” internet. 47 U.S.C. 230(c)(1) and (2). By attacking Apple’s pro-

vision of tools that enable content creators to monetize their work, Plain-

tiffs’ approach would create an incentive for Apple to prevent developers 

from creating paid apps, selling subscriptions, or selling in-app items. And 

preventing content creators from monetizing their efforts would undermine 

the incentive to create innovative content in the first place—and the incen-

tive to create groundbreaking platforms like the App Store itself. 
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The Complaint thus faults Apple for making the kinds of choices Con-

gress enacted Section 230 to protect. It would replace Apple’s carefully cu-

rated and platform-specific methods of monitoring content with a one-size-

fits-all approach. That approach would create grave privacy problems, di-

minish competition and consumer choice, undermine incentives to create, 

and handcuff the operation of pioneering platforms like the App Store. 

Those are telltale signs that the Complaint seeks to treat Apple as the pub-

lisher of third-party content. 

4. The district court’s contrary conclusion is unfounded 

To conclude that Plaintiffs’ “payment processing” claims are not pre-

cluded, the district court relied on Plaintiffs’ argument that “the Plat-

forms[’] role as a ‘bookie’ is illegal.” ER-35. Based on that characterization, 

the court reasoned that this theory of liability is “grounded in the Platforms’ 

own bad acts,” and analogized it to claims this Court found actionable in 

HomeAway and Gonzalez. ER-35. But the Complaint does not allege that 

Apple is a “bookie” and the actual allegations establish that Apple is not a 

bookmaker. As a result, the claims do not depend on Apple’s “bad acts,” but 

instead on third-party content. HomeAway and Gonzalez are both accord-

ingly inapposite. 

First, the word “bookie” does not appear in the Complaint. Plaintiffs 

used that term only as attorney argument to characterize their contentions, 
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asserting that the “Platforms act essentially as bookies for online casinos.” 

ER-51. The qualifier “essentially” is a tip-off. Even Plaintiffs’ counsel cannot 

say in good faith that Apple actually is a bookie. Instead, the factual allega-

tions in the Complaint establish that Apple was not a “bookie.” This Court 

is, of course, bound by the allegations in the Complaint—not after-the-fact 

attorney arguments. 

A “bookmaker” is “[s]omeone who determines odds and receives bets 

on the outcome of events, esp. sports events, and pays out to winners.” Book-

maker, Black’s Law Dictionary (11th ed. 2019); see also, e.g., Ala. Code 

§ 13A-12-20(2) (defining “bookmaking” as “unlawfully accepting bets from 

members of the public as a business, rather than in a casual or personal 

fashion, upon the outcome of future contingent events.”); Mo. Ann. Stat. 

§ 572.010(2) (same); N.Y. Penal Law § 225.00(9) (same). The Complaint 

does not allege that Apple determined odds, took bets on any contingent 

event, or paid out money—real or virtual—to any “winners.” Apple is thus 

no “bookie.” Rather, the Complaint alleges that the developer determines 

odds, takes “bets,” and “distributes” virtual currency to “winners.” See 

pp.42-43, supra (collecting allegations).  

Apple also does not act as a “bookie” in allegedly processing the distinct 

transaction to purchase virtual chips. That transaction does not involve 

bets, odds, or contingent events. Users get “exactly what they bargained 
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for—gambling ‘chips’ with which they [can] place wagers.” In re Mastercard, 

313 F.3d at 264. Moreover, Apple does not even sell the “chips.” Developers 

“sell[] ‘in-game’ items.” ER-144 (¶ 2, n.2). Apple allegedly “operates as the 

payment processor.” ER-152 (¶ 63). The Complaint thus fails to allege a 

“bad act” of Apple’s own, independent of third-party content.  

Second, and relatedly, Plaintiffs’ payment-processing theory is funda-

mentally unlike the theories this Court found actionable in HomeAway and 

Gonzalez. HomeAway is distinguishable for reasons discussed above: the 

duty there did not depend on hosted content, and the developers did not 

need to monitor hosted content to comply. Here, by contrast, Apple’s other-

wise lawful payment processing tools would become unlawful only depend-

ing on third-party content, namely, the content of the app, game, and the 

in-app currency and its in-app uses. To avoid liability, Apple would need to 

engage in pervasive monitoring, including tracking users’ locations as they 

move around the country.  See pp.47-52, supra.  

The Supreme Court has vacated Gonzalez, so it is no longer binding 

precedent. See p.35, n.5, supra.10 Plaintiffs cannot rely on it to defend the 
                                      
10 The Supreme Court vacated Gonzalez in light of Twitter, which held that 
a neutral platform does not become liable for aiding and abetting harms 
allegedly caused by third-party content, when it is aware that third-parties 
are using the platform for illegal purposes. 143 S. Ct. at 1226-29. If this 
Court were to decline to dismiss this entire case, Twitter would provide an 
additional basis for the district court on remand to dismiss the Complaint 
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decision below. In any event, the revenue-sharing theory this Court found 

actionable in Gonzalez is readily distinguishable.  

In Gonzalez, the families of victims of ISIS terrorist attacks sued 

Google, alleging that Google was liable because it shared advertising reve-

nue with ISIS when people watched ISIS videos on YouTube (which Google 

owns). The plaintiffs alleged that sharing revenue with a designated terror-

ist group qualified as material support for terrorism, in violation of federal 

law. 2 F.4th at 897-98. The alleged illegality thus was “giving ISIS money.” 

Id. at 898. This Court determined that Section 230 did not foreclose that 

theory of liability because that duty “does not depend on the particular con-

tent ISIS places on YouTube.” Id. at 898. Rather, the claims were “solely 

directed to Google’s unlawful payments of money to ISIS.” Id. ISIS could 

have been posting videos about cats, baking, or anything else. The duty was 

simply to refrain from giving money to terrorists.  

The developers here are not “designated … foreign terrorist organiza-

tion[s],” 18 U.S.C. 2333(d)(2), and the Complaint does not allege that it is 

unlawful merely to give them money. Moreover, unlike real-world terror-

ists, the in-app chips, slots, and casinos are all “information provided by 
                                      
under Rule 12(b)(6). The court on remand also could conclude that it is not 
even illegal “gambling” to exchange virtual currency for virtual spins, when 
a player cannot cash out and additional virtual currency can be obtained, 
for free, by waiting. For any number of reasons, all causes of action against 
Apple should be dismissed for failure to state a claim.  
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another information content provider.” 47 U.S.C. 230(c)(1); see p.43, supra. 

Plaintiffs do not—and cannot—allege that Apple owes a duty that is inde-

pendent of that content. As a result, Apple would need to monitor, block, 

and remove hosted content to avoid potentially debilitating liability. The 

revenue-sharing theory in Gonzalez therefore is fundamentally different. 

Plaintiffs’ “payment processing” theory thus would treat Apple as the 

publisher of third-party content on the App Store. Accordingly, all of the 

causes of action in the Complaint should be dismissed. 

CONCLUSION 

For the foregoing reasons, this Court should reverse the order certified 

for interlocutory review and remand with instructions to dismiss the Com-

plaint with prejudice.  
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ADDENDUM 



47 U.S.C. § 230.   

Protection for private blocking and screening of offensive material. 

(a) Findings

The Congress finds the following: 

(1) The rapidly developing array of Internet and other interactive computer
services available to individual Americans represent an extraordinary
advance in the availability of educational and informational resources to our
citizens.

(2) These services offer users a great degree of control over the information
that they receive, as well as the potential for even greater control in the
future as technology develops.

(3) The Internet and other interactive computer services offer a forum for a
true diversity of political discourse, unique opportunities for cultural
development, and myriad avenues for intellectual activity.

(4) The Internet and other interactive computer services have flourished, to
the benefit of all Americans, with a minimum of government regulation.

(5) Increasingly Americans are relying on interactive media for a variety of
political, educational, cultural, and entertainment services.

(b) Policy

It is the policy of the United States— 

(1) to promote the continued development of the Internet and other
interactive computer services and other interactive media;

(2) to preserve the vibrant and competitive free market that presently exists
for the Internet and other interactive computer services, unfettered by
Federal or State regulation;



(3) to encourage the development of technologies which maximize user
control over what information is received by individuals, families, and
schools who use the Internet and other interactive computer services;

(4) to remove disincentives for the development and utilization of blocking
and filtering technologies that empower parents to restrict their children's
access to objectionable or inappropriate online material; and

(5) to ensure vigorous enforcement of Federal criminal laws to deter and
punish trafficking in obscenity, stalking, and harassment by means of
computer.

(c) Protection for “Good Samaritan” blocking and screening of offensive
material

(1) Treatment of publisher or speaker

No provider or user of an interactive computer service shall be treated as the 
publisher or speaker of any information provided by another information 
content provider. 

(2) Civil liability

No provider or user of an interactive computer service shall be held liable on 
account of— 

(A) any action voluntarily taken in good faith to restrict access to or 
availability of material that the provider or user considers to be 
obscene, lewd, lascivious, filthy, excessively violent, harassing, or 
otherwise objectionable, whether or not such material is 
constitutionally protected; or

(B) any action taken to enable or make available to information 
content providers or others the technical means to restrict access to 
material described in paragraph (1).



(e) Effect on other laws

(1) No effect on criminal law

Nothing in this section shall be construed to impair the enforcement 
of section 223 or 231 of this title, chapter 71 (relating to obscenity) or 110 
(relating to sexual exploitation of children) of Title 18, or any other Federal 
criminal statute. 

(2) No effect on intellectual property law

Nothing in this section shall be construed to limit or expand any law 
pertaining to intellectual property. 

(3) State law

Nothing in this section shall be construed to prevent any State from 
enforcing any State law that is consistent with this section. No cause of 
action may be brought and no liability may be imposed under any State or 
local law that is inconsistent with this section. 

(4) No effect on communications privacy law

Nothing in this section shall be construed to limit the application of the 
Electronic Communications Privacy Act of 1986 or any of the amendments 
made by such Act, or any similar State law. 

(d) Obligations of interactive computer service

A provider of interactive computer service shall, at the time of entering an 
agreement with a customer for the provision of interactive computer service and in 
a manner deemed appropriate by the provider, notify such customer that parental 
control protections (such as computer hardware, software, or filtering services) are 
commercially available that may assist the customer in limiting access to material 
that is harmful to minors. Such notice shall identify, or provide the customer with 
access to information identifying, current providers of such protections. 



(5) No effect on sex trafficking law

Nothing in this section (other than subsection (c)(2)(A)) shall be construed 
to impair or limit— 

(A) any claim in a civil action brought under section 1595 of title 18,
United States Code, if the conduct underlying the claim constitutes a
violation of section 1591 of that title;

(B) any charge in a criminal prosecution brought under State law if
the conduct underlying the charge would constitute a violation of
section 1591 of title 18, United States Code; or

(C) any charge in a criminal prosecution brought under State law if
the conduct underlying the charge would constitute a violation of
section 2421A of title 18, United States Code, and promotion or
facilitation of prostitution is illegal in the jurisdiction where the
defendant’s promotion or facilitation of prostitution was targeted.

(f) Definitions

As used in this section: 

(1) Internet

The term “Internet” means the international computer network of both 
Federal and non-Federal interoperable packet switched data networks. 

(2) Interactive computer service

The term “interactive computer service” means any information service, 
system, or access software provider that provides or enables computer access 
by multiple users to a computer server, including specifically a service or 
system that provides access to the Internet and such systems operated or 
services offered by libraries or educational institutions. 

(3) Information content provider

The term “information content provider” means any person or entity that is 
responsible, in whole or in part, for the creation or development of 



information provided through the Internet or any other interactive computer 
service. 

(4) Access software provider

The term “access software provider” means a provider of software 
(including client or server software), or enabling tools that do any one or 
more of the following: 

(A) filter, screen, allow, or disallow content;

(B) pick, choose, analyze, or digest content; or

(C) transmit, receive, display, forward, cache, search, subset,
organize, reorganize, or translate content.
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